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บทคัดย่อ 

 คณะแพทยศาสตร์ศิริราชพยาบาล มหาวิทยาลัยมหิดล มีพันธกิจในการเรียนการสอน การวิจัย และให้บริการ
ผู้ป่วยที่ได้มาตรฐานสากล โดยจ านวนผู้ป่วยนอกที่มารับบริการในปี พ.ศ. 2561 มีจ านวนทั้งสิ้น 3,086,866 ราย และ
ผู้ป่วยในทั้งสิ้น 84,133 ราย ในกระบวนการให้บริการตามพันธกิจของคณะแพทยศาสตร์ศิริราชพยาบาลได้มีน าระบบ
เทคโนโลยีสารสนเทศมาสนับสนุนในการให้บริการให้เป็นไปอย่างมีประสิทธิภาพ ตามยุทธศาสตร์ที่ 1 ปฏิรูปเพื่ออนาคต
เพื่อรองรับการเปลี่ยนแปลงอย่างรวดเร็วของเทคโนโลยี  ส่งผลท าให้ระบบเทคโนโลยีสารสนเทศภายในคณะ
แพทยศาสตร์ศิริราชพยาบาล คือหัวใจหลักในการขับเคลื่อน และพัฒนาเพื่อบรรลุเป้าหมายที่วางไว้ 
 ในการให้บริการผู้ป่วยที่มีจ านวนมากของคณะแพทยศาสตร์ศิริราชพยาบาล ระบบเทคโนโลยีสารสนเทศต้องมี
ความพร้อมในการให้บริการตลอดเวลา ดังนั้นเมื่อระบบเกิดความขัดข้อง บุคลากรที่ปฏิบัติหน้าที่ต้องแจ้งอุบัติการณ์ที่
เกิดขึ้น เพื่อท าการแก้ไขอุบัติการณ์ที่เกิดขึ้นได้อย่างทันท่วงที และเป็นการลดผลกระทบที่มีต่อการให้บริการผู้ป่วย 
 ฝ่ายสารสนเทศ คณะแพทยศาสตร์ศิริ ราชพยาบาลได้น าหลักการของ Information Technology 
Infrastructure Library: ITIL มาประยุกต์ใช้ในการบริหารจัดการอุบัติการณ์ที่เกิดขึ้นในโรงพยาบาลมีวัตถุประสงค์เพื่อกู้คืน 
และซ่อมแซมระบบให้สามารถกลับมาให้บริการแก่ผู้ป่วยให้ไวที่สุด เพื่อลดผลกระทบและความสูญเสียที่อาจจะเกิดขึ้นใน
วงกว้างแก่การให้บริการผู้ป่วย 
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Abstract 

 The Faculty of Medicine Siriraj Hospital, Mahidol University has the mission to produce quality 
graduates, conduct researches, create academic atmosphere, and be the leader in the society that 
provides quality and up-to-date medical services with international standards.  The patient more than 
3,086,866 outpatient visits and 84,133 inpatient admission in 2018.  The Faculty of Medicine Siriraj 
Hospital has applied an information technology system to support processes according to the first 
strategy is transform for the future to support the rapid change of technology.  Resulting in the 
information technology system of the Faculty of Medicine Siriraj Hospital is the key to driving the 
organization. 
 Siriraj Hospital’ s information system and support systems should be ready for service and 
operation at all times.  The staff should notify in case of an incident occurs during service in order to 
resolve incidents to reduce the impact on patient services. 
 Consequently, Siriraj Information Technology Department, Faculty of Medicine Siriraj Hospital 
has applied Information Technology Infrastructure Library ( ITIL)  in the incident management process. 
The purpose of hospital incident management is to reinstate normal service operations and mitigate 
the negative impact on business operations. 
 
Keywords:  Incident Management; Information Technology Infrastructure Library; Information Technology 
Management 
 

บทน า 

 ค ณ ะ แ พ ท ย ศ า ส ต ร์ ศิ ริ ร า ช พ ย า บ า ล 
มหาวิทยาลัยมหิดล เป็นสถาบันการศึกษาที่ให้บริการ
ตามพันธกิจหลักทางด้านการศึกษา เพื่อผลิตบัณฑิตที่มี
คุณภาพ และบุคลากรทางการแพทย์ทุกระดับ และ
แพทย์ผู้ เ ช่ียวชาญเฉพาะทาง ท าการวิจัย สร้าง
บรรยากาศทางวิชาการ ให้บริการทางการแพทย์ที่มี
คุณภาพ ได้มาตรฐานสากล สอดคล้องกับความต้องการ
ของประเทศ และน ามาซึ่งศรัทธาจากประชาชน รวมทั้ง
ช้ีน าสังคมไทยในด้านสุขภาพอนามัยและคุณภาพชีวิต 
(คณะแพทยศาสตร์ศิริราชพยาบาล, 2562) ในปัจจุบัน
คณะแพทยศาสตร์ ศิ ริ ร าชพยาบาลได้น า ระบบ
เทคโนโลยีสารสนเทศมาใช้ในการให้บริการ และบริหาร
จัดการในด้านต่าง ๆ ระบบสารสนเทศของคณะ -

แพทยศาสตร์ศิริราชพยาบาล จึงถือเป็นปัจจัยที่ส าคัญ
อันดับต้น ๆ ในการให้บริการตามพันธกิจที่ได้ประกาศไว ้
 การให้บริการทางด้านการรักษาพยาบาลภายใน
คณะแพทยศาสตร์ศิริราชพยาบาล มีผู้ป่วยนอกท่ีมารับ
บริการในปี พ.ศ. 2561 จ านวนมากถึง 3,086,866 ราย 
และผู้ป่วยในทั้งสิ้น 84,133 ราย (Faculty of Medicine 
Siriraj Hospital, 2018) การให้บริการผู้ป่วยท่ีมีจ านวน
มากระบบเทคโนโลยีสารสนเทศในการสนับสนุนการ
ให้ บ ริ ก า ร  และบุ ค ล ากรที่ เ กี่ ย ว ข้ อ งขอ งคณะ
แพทยศาสตร์ศิริราชพยาบาล ต้องมีความพร้อมในการ
ให้บริการตลอดเวลา ซึ่งเป็นความท้าทายที่ยิ่งใหญ่ของ
การให้บริการผู้ป่วย 
 ตามแผนยุทธศาสตร์คณะแพทยศาสตร์ศิริราช-
พยาบาล พ.ศ. 2563–2567 การบริหารเทคโนโลยี
สารสนเทศถูกก าหนดให้อยู่ในยุทธศาสตร์ที่ 1 ปฏิรูป
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เพื่ออนาคตเพื่อรองรับการเปลี่ยนแปลงอย่างรวดเร็ว
ของเทคโนโลยี ส่งผลให้แผนกลยุทธ์ด้านนี้เป็นตัวจักร
ส าคัญของการสนับสนุนการขับเคลื่อนในกลยุทธ์ต่าง ๆ 
เช่น ด้านการบริหารจัดการการจัดการเรียนการสอน 
ด้ านการวิจัยทางการแพทย์  รวมไปถึ งด้ านการ
รักษาพยาบาลแก่ผู้ป่วย (คณะแพทยศาสตร์ศิริราช-
พยาบาล, 2563) การบริหารจัดการอุบัติการณ์เพื่อ
มุ่งเน้นการให้บริการอย่างต่อเนื่อง (Meyler, 2014) 
สามารถตอบสนองความต้องการของผู้ป่วยเป็นความท้าทาย
ที่ยิ่งใหญ่ของคณะแพทยศาสตร์ศิริราชพยาบาล ใน
ระหว่างการให้บริการผู้ป่วยระบบต่าง ๆ อาจเกิดความ
ผิดพลาดซึ่งส่งผลให้การบริการผู้ป่วยต้องหยุดชะงักลง 
ดังนั้นเมื่อระบบที่สนับสนุนเกิดปัญหาขึ้นผู้ปฏิบัติหน้าท่ี
ต้องรายงานอุบัติการณ์ให้แก่ผู้ที่รับผิดชอบเพื่อท าการ
แก้ไขให้ระบบสามารถกลับมาให้บริการแก่ผู้ป่วยได้
อย่างทันท่วงที จากรายงานการประชุมอุบัติการณ์ ฝ่าย
สารสนเทศ คณะแพทยศาสตร์ศิริราชพยาบาล ครั้งที่ 
45/2562 พบว่าอุบัติการณ์ประจ าเดือนพฤศจิกายน-
ธันวาคม 2562 ของคณะแพทยศาสตร์ศิริราชพยาบาล
มีจ านวนอุบัติการณ์ที่เกี่ยวข้องกับระบบเทคโนโลยี
สารสนเทศทั้งสิ้น 2,079 รายการ (ฝ่ายสารสนเทศ, 
2562) ดังนั้นการบริหารจัดการอุบัติการณ์ที่เกิดขึ้น จึง
มีความส าคัญเป็นอย่างมาก เพื่อแก้ไขเหตุขัดข้องที่ไม่ให้
ส่งผลกระทบในการให้บริการผู้ป่วย และการด าเนินงาน
ของคณะแพทยศาสตร์ศิริราชพยาบาล  
 บทความฉบับนี้เป็นการน ากรอบความรู้การ
ปฏิบัติงานบริการ (Service Operation) หลักการของ 
Information Technology Infrastructure Library: 
ITIL เป็นการน าองค์ความรู้ที่เกี่ยวกับแนวทางปฏิบัติ
ด้านการบริหารจัดการระบบสารสนเทศมารวบรวมไว้
ด้วยกันจากหลายๆ อุตสาหกรรมที่มีการใช้ระบบ
เทคโนโลยีสารสนเทศในการขับเคลื่อนองค์กร ถือเป็น
แนวทางปฏิบัติที่ดีที่สุด ( IT Best Practice) ของการ
บริหารจัดการทางด้านเทคโนโลยีสารสนเทศ (Agutter, 
2019) เน้นไปทางด้านการตอบสนองความต้องการของ
ผู้รับบริการ เพื่อแก้ไขปัญหาที่เกิดขึ้นในระหว่างการ

ให้บริการของระบบเทคโนโลยีสารสนเทศให้กลับมา
ให้บริการได้ตามปกติรวมไปถึงการป้องกันสาเหตุของ
ปัญหาที่อาจจะขึ้นในอนาคต ในการบริหารจัดการ
ทางด้านเทคโนโลยีสารสนเทศมีด้วยกันหลายด้าน แต่
ในบทความฉบับนี้จะเน้นไปในด้านของการบริหาร
จั ดการอุ บั ติ ก า รณ์  ( Incident Management)  ซึ่ ง
เป้าหมายหลักของการบริหารจัดการอุบัติการณ์ คือการ
กู้คืน และซ่อมแซมระบบให้สามารถกลับมาให้บริการ
แก่ผู้ป่วยให้ไวที่สุด เพื่อลดผลกระทบ และความ
เสียหายที่อาจจะเกิดขึ้นกับการให้บริการแก่ผู้ป่วย 
 

ความหมายของ Information Technology 
Infrastructure Library: ITIL 
 Information Technology Infrastructure 

Library: ITIL คือ การรวบรวมรวมแนวทางปฏิบัติที่ดี

ที่สุดที่ได้รับการยอมรับอย่างแพร่หลายจากหลาย

อุตสาหกรรมที่มีการน าระบบเทคโนโลยีสารสนเทศเข้า

มาใช้ในการปฏิบัติงาน องค์ความรู้นี้เป็นแนวทางปฏิบัติ

ที่ดีท่ีสุด (IT Best Practice) ของการบริหารจัดการดา้น

เทคโนโลยี สารสนเทศ  สามารถใ ช้ เป็นตั ว ช้ี วั ด

ความส าเร็จของการฏิบัติงาน และการบริการได้  

 ITIL ถูกพัฒนาโดย Office for Government 

Commerce (OGC) ร่วมกับสถาบัน British Standard 

Institute (BSI)  เพื่ อส ร้ า งแนวปฏิ บั ติ ส าหรั บการ

บริหารงานบริการด้านเทคโนโลยีสารสนเทศ ( IT 

Service Management) โดยรัฐบาลของสหราชอาณาจักร

มีแนวความคิดมาจากการจัดการงานบริการทางด้าน

เทคโนโลยีสารสนเทศของภาครัฐให้มีประสิทธิภาพมาก

ยิ่งขึ้น โดยเริ่มเผยแพร่ในปี พ.ศ. 2532 (ค.ศ. 1989) 

โดยใช้ช่ือ ITIL V1 ต่อมามีการพัฒนาอย่างต่อเนื่องจน

กลายเป็น ITIL V2 ในปี  พ.ศ. 2542 (ค.ศ.  2001) 

หลังจากนั้นมีการรวมข้อเสนอแนะจากผู้ใช้งานให้มีการ

แก้ไขความไม่สอดคล้องต่าง ๆ ของ ITIL V2 ท าให้เกิด

การปรับปรุงเพิ่มเติมในส่วนของวิธีปฏิบัติ ในการ



วารสาร Mahidol R2R e-Journal ปีท่ี 10 ฉบับท่ี 3 ประจ าเดือนกันยายน-ธันวาคม 2566 
Received: February 18, 2020, Revised: December 11, 2020, Accepted: June 22, 2022 

http://doi.org/10.14456/jmu.2023.24 
 

19 
 

ให้บริการ การออกแบบ และการปฏิบัติงานในปี พ.ศ. 

2550 (ค.ศ. 2007) และเปลี่ยนเป็น ITIL V3 ขึ้นในปี 

พ.ศ. 2554 (ค.ศ. 2011) และจากนั้นในปี ในปี พ.ศ. 

2562 (ค.ศ. 2019) มีการปรับเปลี่ยนเพื่อให้มีความ

ทันสมัย และเป็นแนวปฏิบัติทางด้านเทคโนโลยี

สารสนเทศที่ดีที่สุด (IT Best Practice) และในปี พ.ศ. 

2560 และบริษัท Axelos ได้มีการประกาศใช้ ITIL V4 

ซึ่งถือเป็นรุ่นปัจจุบันที่มีการน ามาประยุกต์ใช้งานอย่าง

ต่อเนื่อง (ClydeBank Technology, 2017) ดังรูปที่ 1

 

 
 

รูปที่ 1 วิวัฒนาการของ Information Technology Infrastructure Library: ITIL 

 โครงสร้างของ Information Technology 

Infrastructure Library: ITIL ได้มีการก าหนดไว้อย่าง

ชัดเจน ท าให้สามารถวัดความส าเร็จในการให้บริการ  

และมาตรการในการปรับปรุงการก าหนดเป้าหมายของ

การท างาน มีส่วนประกอบหลัก 5 ส่วน (Persse, 2016) 

ดังรูปที ่2 
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รูปที่ 2 โครงสร้างของ Information Technology Infrastructure Library: ITIL 

 

 กลยุทธ์ด้านการบริการ (Service Strategy) 

เป็นกลยุทธ์ด้านการให้บริการทางด้านเทคโนโลยี

สารสนเทศ โดยกลยุทธ์นี้เป็นพื้นฐานในการก าหนด

นโยบาย และกระบวนการในการบริหารจัดการให้บริการ

อย่างเหมาะสม โดยกลยุทธ์ด้านการบริการที่ดีต้องมี

ความสอดคล้องกับวัตถุประสงค์ของการด าเนินธุรกิจ 

 การออกแบบงานบริการ (Service Design) 

เป็นรูปแบบของกิจกรรมที่เกี่ยวข้องกับการให้บริการ 

ระยะเวลาการออกแบบงานบริการเป็นเรื่องเกี่ยวกับ

รูปแบบในการให้บริการ รวมไปถึงองค์ประกอบ

สนับสนุนทั้งหมดในการให้บริการที่เกี่ยวข้องกับการ

ด าเนินธุรกิจ 

 การส่งมอบงานบริการ (Service Transition) 

วัตถุประสงค์ของกระบวนการส่งมอบการบริการคือการ

สร้างและการปรับใช้บริการทางด้านเทคโนโลยี

สารสนเทศ เพื่อตรวจสอบให้แน่ใจว่าการด าเนินการ

เปลี่ยนแปลงมีการประสานงานท าให้กระบวนการใน

การจัดการมีประสิทธิภาพ ในขั้นตอนนี้จะเน้นการ

จัดการในการเปลี่ยนแปลง การควบคุมทะเบียน

ทรัพย์สิน และรายการก าหนดค่าของฮาร์ดแวร์และ

ซอฟต์แวร์ที่เกี่ยวข้องเพื่อท าให้การติดตามการแก้ไข

ปัญหา ส่งผลท าให้การบริการมีประสิทธิภาพมากขึ้น 

องค์กรจะต้องมีการวางแผนการเปลี่ยนผ่านเพื่อการ

เตรียมความพร้อมในการให้บริการอย่างต่อเนื่อง 

 การปฏิบัติงานบริการ (Service Operation) 

เน้นไปทางด้านการตอบสนองความต้องการของ

ผู้รับบริการ เพื่อแก้ไขปัญหาที่เกิดขึ้นในระหว่างการ

ให้บริการของระบบเทคโนโลยีสารสนเทศให้กลับมา

ให้บริการได้ตามปกติรวมไปถึงการป้องกันสาเหตุของ

ปัญหาที่อาจจะขึ้นในอนาคต 

 การพัฒนางานด้านบริการ (Continual 

Service Improvement) เป็นการมุ่งเน้นเพื่อการ

จัดการคุณภาพเพื่อให้การบริการมีความต่อเนื่อง 

สามารถเรียนรู้จากความล้มเหลวในอดีตมาป้องกัน และ
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แก้ไขการเกิดปัญหาในปัจจุบัน โดยมีวัตถุประสงค์เพื่อ

ป รั บ ป รุ ง ป ร ะสิ ท ธิ ภ า พ  แ ล ะ ป ร ะสิ ท ธิ ผ ลของ

กระบวนการในการให้บริการทางด้านเทคโนโลยี

สารสนเทศมีความต่อเนื่อง 

 
การบริหารจัดการอุบัติการณ์  ( Incident -
Management) 
 การบริหารจัดการอุบัติการณ์ ( Incident 

Management)  คื อการจั ดการสถานการณ์  หรื อ

เหตุการณ์ที่อาจก่อให้เกิดความเสียหายต่อผู้ปฏิบัติงาน 

สถานท่ี หรือระบบเทคโนโลยีสารสนเทศ ความเสียหาย

เหล่านี้อาจสร้างผลกระทบในวงกว้างในส่วนของการ

ให้บริการต่าง ๆ  อาทิ การให้บริการผู้ป่วย หรือนักศึกษา

ของคณะแพทยศาสตร์ศิริราชพยาบาล โดยวัตถุประสงค์

หลักของการบริหารจัดการอุบัติการณ์ คือการกู้คืน และ

การแก้ไขสถานการณ์ที่เกิดขึ้นให้กลับมาให้บริการได้

อย่างรวดเร็วที่สุดเพื่อลดความสูญเสียและผลกระทบที่

อาจจะเกิดขึ้น (Long, 2012; Pemble, 2018) ดังนั้น

การวิเคราะห์สาเหตุ รวมถึงหาวิธีในการแก้ไขปัญหาที่

ถูกต้องเป็นปัจจัยหลักที่ส่งผลให้คณะแพทยศาสตร์ศิริ

ราชพยาบาลบรรลุวัตถุประสงค์ของการด าเนินงานตาม

ที่ตั้งไว ้
 

องค์ประกอบของการจัดการ อุบัติการณ์
ทางด้านเทคโนโลยีสารสนเทศ 

 ระบบการให้บริการผู้ป่วย และนักศึกษาของ

คณะแพทยศาสตร์ศิริราชพยาบาลเป็นระบบสารสนเทศ

ที่มีขนาดใหญ่ และมีระบบสนับสนุนต่าง ๆ อยู่เป็น

จ านวนมาก ดังนั้นการบริหารจัดการอุบัติการณ์ที่ดีย่อม

ส่งผลถึงความส าเร็จในการด าเนินงานเพื่อให้บรรลุ

เป้าหมายขององค์กร โดยองค์ประกอบของการจัดการ

อุ บั ติ ก า รณ์ทา งด้ าน เทค โน โลยี ส า รสน เทศที่ มี

ประสิทธิภาพประกอบด้วยองค์ประกอบดังนี้ (Line, 

2014; Forte, 2007) 

การเตรียมความพร้อม การให้บริการและ

ตอบสนองต่ออุบัติการณ์อย่างต่อเนื่องที่เกิดขึ้นต่าง ๆ 

อาทิ การประเมินความเสีย่ง ช่องทางในการสื่อสาร การ

ฝึกอบรมอย่างสม่ าเสมอเพื่อเพิ่มความรู้ความสามารถ

ของเจ้าหน้าที่ที่ให้บริการ การประเมินความพร้อมใช้

ของระบบเทคโนโลยีสารสนเทศที่ เกี่ยวข้อง และ

อุปกรณ์ที่ให้บริการอย่างสม่ าเสมอ เมื่อพบข้อบกพร่อง

ควรท าการแก้ไขทันท ี

การสื่อสารและการบริหารจัดการข้อมูล

สารสนเทศ การบริหารจัดการในกรณีที่เกิดเหตุการณ์

ฉุกเฉิน การตอบสนองเพื่อแก้ไขอุบัติการณ์ที่เกิดขึ้นต้อง

มีการสื่อสาร และได้รับความร่วมมือจากทุกฝ่ายที่

เกี่ยวข้องอย่างทันท่วงที องค์ประกอบของความพร้อมมี

พื้นฐานอยู่บนแนวคิดของการท างานร่วมกันในการ

ปฏิบัติงานด้านการสื่อสารผ่านระบบสารสนเทศ หรือ

ช่องทางต่าง ๆ ตามที่ก าหนดไว้ 

การบริหารทรัพยากร การสนับสนุนบุคลากร 

เครื่องมือ และการสนับสนุนต่าง ๆ ในกรณีที่ เกิด

อุบัติการณ์ การท างานในกระบวนการต่าง ๆ ให้มีความ

คล่องตัว และถูกปรับให้เข้ากับความต้องการในแต่ละ

สถานการณ์ที่เกิดขึ้น รวมถึงการก าหนดกลไกที่ได้

มาตรฐาน และสร้างกระบวนการบริหารจัดการ

ทรัพยากร เช่น การจัดหา การติดตาม การรายงานการ

กู้คืนระบบ รวมไปถึงการบริหารจัดการวัสดุอุปกรณท์ี่ใช้

ในการสนับสนุนต่าง ๆ 

ผู้มีอ านาจสั่งการในการจัดการอุบัติการณ์ 

ในกรณีที่ต้องการการตัดสินใจจากผู้บริหาร หรือผู้ที่มี

อ านาจในการสั่งการ เพื่อท าให้การประสานงานมี

ประสิทธิภาพ และประสิทธิผล โดยจัดให้มีโครงสร้าง

การจัดการเหตุการณ์ที่มีความยืดหยุ่น และเป็น

มาตรฐาน โครงสร้างขององค์กรที่ส าคัญคือ ผู้บริหาร

หรือผู้ที่มีอ านาจสั่งการและตัดสินใจ สามารถสั่งการ
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ตามช่องทางที่ก าหนดไว้อย่างมีประสิทธิภาพ สามารถ

ติดต่อสื่อสารได้ตลอดเวลา 

การปรับปรุงคุณภาพอย่างต่อเนื่อง การ

ป้องกันอุบัติการณ์ที่จะเกิดขึ้นในอนาคต และเป็นการ

ปรับปรุงเพื่อเพิ่มประสิทธิภาพในการท างานให้ดียิ่งขึ้น 

ส่งผลท าให้ความเสี่ยงของการเกิดอุบัติการณ์ลดน้อยลง 

 

ปัจจัยท่ีส่งผลต่อการเกิดอุบัติการณ์ 
 เมื่อเกิดอุบัติการณ์ขึ้นกับระบบการให้บริการ
แก่ผู้ป่วย หรือระบบที่สนับสนุนการรักษาพยาบาลต่าง ๆ 
จะส่งผลให้การบริการแก่ผู้ป่วยหยุดชะงักลง ซึ่งปัจจัยที่
ส่งผลต่อการเกิดอุบัติการณ์  สามารถแบ่งออกได้เป็น 
4 ประเภทใหญ่ๆ ดังต่อไปนี้ (Line, 2015; Line, 2016) 
 ปัจจัยทางด้านการปฏิบัติงาน ภาพแวดล้อม

ในการปฏิบัติงานที่ ไม่ เอื้อต่อการปฏิบัติงาน การ

เปลี่ยนแปลงการให้บริการทางด้านระบบสารสนเทศ 

รวมถึงการเปลี่ยนแปลงต่าง ๆ เป็นปัจจัยที่ใกล้ตัวที่สุด

ที่กระตุ้นให้เกิดอุบัติการณ์ขึ้น 

 ปัจจัยทางด้านเทคโนโลยี  เทคโนโลยี

สารสนเทศหรือโครงสร้างพื้นฐานที่ให้บริการต่าง ๆ ที่

ล้าสมัย รวมไปถึงระบบที่ท าหน้าที่สนับสนุนการ

ให้บริการต่าง ๆ ขาดการบ ารุงรักษาที่ดี ส่งผลให้เกิด

ความเสี่ยงที่จะท าให้ระบบเกิดปัญหาในระหว่างการ

ให้บริการเกิดขึ้นได้ ดังนั้นการปรับเปลี่ยนอุปกรณ์ต่าง ๆ 

ตามรอบอายุการใช้งาน และการบ ารุงรักษาระบบให้มี

ความสม่ าเสมอท าให้ลดความเสี่ยงของปัญหาที่จะเกิด

ขึ้นกับระบบการให้บริการต่าง ๆ ได้ 

 ปัจจัยทางด้านผู้ปฏิบั ติงาน บุคลากรที่

ปฏิบัติงานขาดทักษะที่เกี่ยวกับกระบวนการที่ถูกต้องใน

การแก้ไขปัญหาเฉพาะหน้า ส่งผลท าให้การแก้ปัญหา

ต่าง ๆ เกิดความล่าช้า ซึ่งอาจจะส่งผลท าให้การแก้ไข

ปัญหาไม่ เป็นไปตามข้อตกลงของการให้บริการ 

(Service Level Agreement: SLA) และบุคลากรขาด

องค์ความรู้ที่จ าเป็นต่าง ๆ ในการปฏิบัติหน้าที่ในการ

ดูแลโครงสร้างพื้นฐานทางด้านเทคโนโลยีสารสนเทศ

เพื่อป้องกันเหตุการณ์อันไม่พึงประสงค์ที่อาจจะเกิดขึ้น 

องค์กรต้องมีการฝึกอบรมอย่างต่อเนื่องเพื่ อเพิ่ม

ความสามารถในการปฏิบัติงาน และเพื่อเป็นการ

สนับสนุนและเพิ่มขีดความสามารถให้แก่บุคลากรใน

การปฏิบัติหน้าที่  นอกจากนี้จ านวนบุคลากรที่ไม่

เพียงพอในการปฏิบัติหน้าที่ยังเป็นอีกสาเหตุหนึ่งที่ท าให้

เกิดอุบัติการณ์ได้เช่นกัน 

 ปัจจัยทางด้านการจัดการและงบประมาณ 

การบริหารจัดการภายในองค์กรที่ ไม่ดี  หรือขาด

งบประมาณในการวางแผนการท างานต่าง ๆ เช่น การ

ขาดการวางแผนเกิดขึ้นเพื่อให้สอดคล้องกับมาตรฐาน

ทางด้านเทคโนโลยีสารสนเทศ และงบประมาณที่จ ากัด 

ส่งผลให้การจัดสรรทรัพยากรทางด้านเทคโนโลยี

สารสนเทศไม่บรรลุโครงสร้างพื้นฐานที่เหมาะสมในการ

ให้บริการที่มีคุณภาพ อนึ่งเนื่องจากอุปกรณ์ทางด้าน

เทคโนโลยีสารสนเทศมีต้นทุนในการบ ารุ งรักษาที่

ค่อนข้างสูงอาจจะท าให้ในบางองค์กรขาดงบประมาณ

ในการดูแลที่เหมาะสม ในขณะเดียวกันการป้องกันใน

เชิงรุกนั้นมีความส าคัญที่จะท าให้ระบบสามารถท างาน

ได้อย่างมีประสิทธิภาพ ท าให้องค์กรสามารถลดต้นทุน

ในการบ ารุงรักษา หรือแก้ไขปัญหาเมื่อเกิดเหตุการณ์ที่

ไม่คาดคิดที่จะส่งผลกระทบต่อผู้รับบริการ หรือผู้ป่วย

ที่มาใช้บริการในส่วนงานต่าง ๆ 
 

การประยุกต์ใช้กระบวนการ ITIL กับกระบวนการ
บริหารจัดการอุบัติการณ์ (Incident Management 
Process) ของคณะแพทยศาสตร์ศิริราชพยาล 
 การประยุกต์ใช้กระบวนการบริหารจัดการ
อุบัติการณ์ (Incident Management Process) โดย
พื้นฐานของ ITIL มีการประยุกต์ใช้ในหลายธุรกิจ ไม่ได้
มีความจ ากัดอยู่ เพียงแค่หน่วยงานที่ เกี่ยวข้องกับ
อุตสาหกรรมเท่านั้น คณะแพทยศาสตร์ศิริราชพยาบาล
เป็นอีกหนึ่งองค์กรที่ได้น ากระบวนการบริหารจัดการ
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อุบัติการ ดังรูปที่ 3 มาประยุกต์ใช้เพื่อให้เกิดประโยชน์
สูงสุดต่อการบริหารงานภายใน และการให้บริการผู้ป่วย
ที่มารับบริการ เมื่อมีอุบัติการณ์ เกิดขึ้นกับระบบ
เทคโนโลยีสารสนเทศท่ีให้บริการผู้ป่วย หรือในส่วนของ
ส านักงาน คณะแพทยศาสตร์ศิ ริ ราชพยาบาลมี
กระบวนการในการรับแจ้ง แก้ไข ติดตามการแก้ ไข
ปัญหา และแจ้งผู้ใช้งานให้ทราบเพื่อให้ระบบที่เกิด
ปัญหาสามารถกลับมาใช้งานได้ตามปกติอย่างรวดเร็ว
ดังต่อไปนี้ 

ผู้ใช้งานแจ้งอุบัติการณ์ผ่านทางโทรศัพท์ถึง

เจ้าหน้าที่หน่วยรับแจ้งปัญหาระบบคอมพิวเตอร์ ( IT 

Helpdesk) ของฝ่ายสารสนเทศตามช่องทางที่ก าหนด 

อาท ิระบบ e-Helpdesk, โทรศัพท์ หรืออีเมล์ ทั้งนี้ผู้แจ้ง

อุบัติการณ์ต้องแจ้งรายละเอียด อาทิ ช่ือและนามสกุล 

อุบัติการณ์ที่เกิดขึ้น สถานที่ หมายเลขโทรศัพท์ส าหรับ

ติดต่อกลับในกรณีที่จ าเป็นต้องสอบถามข้อมูลเพิ่มเติม 

และเจ้าหน้าที่ที่รับแจ้งอุบัติการณ์จะต้องพิจารณา

ประเภทของอุบัติการณ์ที่ เกิดขึ้น อาทิ  ช่ือระบบ 

ซอฟแวร์ หรือฮาร์ดแวร์ และบันทึกอุบัติการณ์ลงใน

ระบบ e-Helpdesk 

ก าหนดระดับความส าคัญของอุบัติการณ์ 

เพื่อระบุสาเหตุของอุบัติการณ์ การก าหนดระดับ

ความส าคัญจะพิจารณาจากผลกระทบทางธุรกิจ และ

ความเร่งด่วนของอุบัติการณ์ที่เกิดขึ้นเป็นหลัก 

วิเคราะห์อุบัติการณ์ เพื่อหาสาเหตุของการ

เกิดอุบัติการณ์ที่เกิดขึ้นเพื่อหาแนวทางในการแก้ไข

ปัญหา ในขั้นตอนนี้เจ้าหน้าที่หน่วยรับแจ้งปัญหาระบบ

คอมพิวเตอร์ (IT Helpdesk) จะส่งต่ออุบัติการณ์ไปยัง

ผู้ที่รับผิดชอบต่อไป อนึ่งในวิธีการปฏิบัติงานของ

เจ้าหน้าที่ฝ่ายสารสนเทศ คณะแพทยศาสตร์ศิริราช

พยาบาลได้จัดท าองค์ความรู้เพื่อใช้อ้างอิงการแก้ปัญหา

เหตุขัดข้องที่ สามารถพบได้บ่อย ๆ ส่งผลให้การ

แก้ปัญหาท าได้รวดเร็วยิ่งขึ้น ดังนั้นในบางกรณีหน่วยรับ

แจ้งปัญหาระบบคอมพิวเตอร์ (IT Helpdesk) สามารถ

ให้ค าแนะน าในการแก้ไขปัญหาได้ทันที 

สื่อสารกับผู้ใช้งานหรือผู้แจ้งอุบัติการณ์ ใน

กรณีที่มีความจ าเป็นต้องขอข้อมูลเกี่ยวกับอุบัติการณ์

เพิ่มเติม หรือเพื่อแจ้งความคืบหน้าของการแก้ไข

อุบัติการณ์ให้ผู้แจ้งรับทราบถึงผลการด าเนินการแก้ไข

อุบัติการณ์ที่เกิดขึ้น 

แก้ไขอุบัติการณ์ ผู้รับผิดชอบหรือผู้ให้บริการ

ภายนอกที่มีหน้าที่ดูแลและแก้ไขอุบัติการณ์ พร้อมทั้ง

ด าเนินการตรวจสอบการแก้ไขอุบัติการณ์เพื่อให้มั่นใจ

ว่าการแก้ไขอุบัติการณ์นั้นส าเร็จ หรือสามารถกู้คืน

ระบบเพื่อให้กลับมาให้บริการได้ตามปกติ 

แจ้งและท าการปิดอุบัติการณ์ในระบบ e-

Helpdesk หลังจากที่มีการแก้ไขอุบัติการณ์ผู้ที่ท าการ

แก้ไขอุบัติการณ์ท าการบันทึกรายละเอียดการแก้ไข

อุบัติการณ์ตามวิธีการจริงที่ได้ด าเนินการแก้ไข และ

แนบเอกสารหรือหลักฐานในการแก้ไขอุบัติการณ์

ดังกล่าว พร้อมท้ังต้องติดต่อกับผู้แจ้งอุบัติการณ์ในกรณี

ที่ได้แก้ไขเสร็จสิ้นแล้ว และท าการปิดอุบัติการณ์ใน

ระบบ e-Helpdesk 



วารสาร Mahidol R2R e-Journal ปีท่ี 10 ฉบับท่ี 3 ประจ าเดือนกันยายน-ธันวาคม 2566 
Received: February 18, 2020, Revised: December 11, 2020, Accepted: June 22, 2022 

http://doi.org/10.14456/jmu.2023.24 
 

24 
 

 
รูปที่ 3 กระบวนการบริหารจัดการอุบัติการณ ์

ตามแผนยุทธศาสตร์คณะแพทยศาสตร์ศิริราช-

พยาบาล พ.ศ. 2563 – 2567 การบริหารเทคโนโลยี

สารสนเทศ ถูกก าหนดให้อยู่ในยุทธศาสตร์ที่ 1 ปฏิรูป

เพื่ออนาคตเพื่อรองรับการเปลี่ยนแปลงอย่างรวดเร็ว

ของเทคโนโลยี ส่งผลท าให้คณะแพทยศาสตร์ศิริราช-

พยาบาลให้ความส าคัญในการด าเนินการด้านการ

บริหารจัดการอุบัติการณ์ในโรงพยาบาลของคณะ

แพทยศาสตร์ศิริราชพยาบาล และมีการน าระบบ e-

Helpdesk ในการบริหารจัดการแก้ไขอุบัติการณ์และ

ให้บริการในการร้องขอการบริการทางด้านเทคโนโลยี

สารสนเทศต่าง ๆ ซึ่ งมีหน่วยรับแจ้งปัญหาระบบ

คอมพิวเตอร์ (IT Helpdesk) เป็นผู้รับผิดชอบในการรบั

แจ้งอุบัติการณ์ โดยระบบ e-Helpdesk เป็นระบบทีถู่ก

พัฒนาในรูปแบบของเว็บไซต์ ผู้ที่พบปัญหาหรือผู้ที่

ต้องการร้องขอการให้บริการทางด้านเทคโนโลยี

สารสนเทศ สามารถแจ้งผ่านทางระบบ e-Helpdesk 

หรือหน่วยรับแจ้งปัญหาระบบคอมพิวเตอร์ ซึ่งจะมี

เจ้าหน้าที่รับเรื่องและท าการบันทึกอุบัติการณห์รือการ

ร้องขอบริการต่าง ๆ ในระบบ e-Helpdesk  

 

เมื่อบันทึกในระบบแล้วผู้แจ้งสามารถติดตาม

กระบวนการในการด าเนินกิจกรรมต่าง ๆ โดยใช้เลขที่

อุบัติ การณ์  หรือ เลขที่ ร้ องขอผ่ านทางระบบ e-

Helpdesk, อีเมล์ หรือติดต่อสอบถามผ่านทางหน่วยรบั

แจ้ งปัญหาระบบคอมพิ ว เตอร์ ได้ ทุ ก เ วลา  โดย

กระบวนการในการท างานที่เกิดขึ้นนี้ จะส่งเสริมให้เกิด

กระบวนการในการท างานรวมไปถึงการติดตาม

กระบวนการของการให้บริการได้อย่างมีประสิทธิภาพ 

ท าให้ผู้บริการสามารถประเมินผลการปฏิบัติงานการ

ให้บริการทางด้านเทคโนโลยีสารสนเทศต่าง ๆ ได้อย่าง

มีประสิทธิภาพ 

 
ข้อดีของ Information Technology  
Infrastructure Library (ITIL): Incident  
Management 
 การจัดการอุบัติการณ์เป็นส่วนส าคัญของการ
สนั บสนุ น ระบบการ ให้ บริ ก า ร ผู้ ป่ ว ยของคณะ
แพทยศาสตร์ศิริราชพยาบาล กระบวนการในการ
จัดการอุบัติการณ์เป็นกุญแจส าคัญในการปรับปรุง
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กระบวนการท างาน รวมไปถึงการปรับปรุงระบบการ
ให้บริการในส่วนต่าง ๆ และพร้อมกันนั้นยังเป็นการ
มอบประสบการณ์ที่ดีให้แก่ผู้รับบริการดังนี้ 

เพ่ิมความรวดเร็วและใช้เวลาในการแก้ไข

อุบัติการณ์ได้อย่างมีประสิทธิภาพ ในการแก้ไขปัญหา

อย่างทันท่วงทีท าให้ลดผลกระทบทางธุรกิจและเพิ่ม

ประสิทธิภาพในการท างาน กระบวนการบริหารจัดการ

อุบัติการณ์ที่ถูกก าหนดไว้ จะกลายเป็นส่วนส าคัญของ

วัฒนธรรมองค์กรท าให้อุบัติการณ์ที่เกิดขึ้นได้รับการ

แก้ไขอย่างรวดเร็ว ซึ่งเป็นสิ่งสะท้อนถึงแนวปฏิบัติที่ดี

ที่สุดในการท างาน การจัดการอุบัติการณ์ที่ ไม่มี

ประสิทธิภาพอาจน าไปสู่การใช้เวลาในการแก้ไข

อุบัติการณ์ที่มากขึ้น และเป็นอีกสาเหตุที่ท าให้เกิด

ปัญหาอื่น ๆ ตามมาอย่างต่อเนื่อง 

สร้างวัฒนธรรมแห่งความไว้วางใจและ

ท างานเป็นทีม  การติดต่อสื่อสารกันในการแก้ไข

อุบัติการณ์ที่เกิดขึ้นท าให้บุคลากรมีการสื่อสารการ

ท างานระหว่างกัน และเกิดความสนิทสนม นอกจากนี้

ยังเป็นการส่งเสริมให้เกิดการท างานร่วมกันเป็นทีม 

ส่งเสริมให้เกิดความร่วมมือระหว่างกัน ส่งผลท าให้การ

ด าเนินการต่าง ๆ มีประสิทธิภาพมากขึ้น 

ส่งเสริมให้เกิดการเรียนรู้ในการท างาน การ

ประสานงานและท างานร่วมกันเป็นทีมท าให้บุคลากร

เกิดการเปลี่ยนความคิดเห็น และเรียนรู้จากความ

คิดเห็นที่หลากหลาย ท าให้ได้รับความรู้เกี่ยวกับการ

แก้ไขอุบัติการณ์ที่เกิดขึ้นในสถานการณ์ต่าง ๆ ซึ่งเป็น

การเพิ่มพูนความรู้และความสามารถส าหรับบุคลากร 

ท า ให้ เกิดการเรี ยนรู้อย่างต่อ เนื่ องซึ่ ง เป็นสิ่ งที่มี

ความส าคัญส าหรับบุคลากรในองค์กรต่าง ๆ ในปัจจุบัน 

สร้างกระบวนการในการท างานโดยรวมให้

ดีขึ้น การแก้ไขอุบัติการณ์ที่เกิดขึ้นให้ทันตามระยะเวลา

ที่ก าหนด ซึ่งเป็นการบริหารจัดการเวลาของการแก้ไข

อุบัติการณ์ที่เกิดขึ้นให้เป็นไปอย่างมีประสิทธิภาพ และ

เป็นการลดผลกระทบที่จะเกิดขึ้นในวงกว้างอีกด้วย 

ส่งผลท าให้คณะแพทยศาสตร์ศิริ ราขพยาบาลมี

กระบวนการในการท างานท่ีต่อเนื่อง 

 

ข้อเสียของ Information Technology 
Infrastructure Library (ITIL): Incident 
Management 
 ถึงแม้ว่ากระบวนการในการจัดการอุบัติการณ์
เป็นกุญแจส าคัญในการปรับปรุงกระบวนการท างาน 
และปรับปรุงระบบการให้บริการในส่วนต่าง ๆ ปัญหาที่
สามารถพบได้บ่อยในกระบวนการของการปฏิบัติตาม
หลักของการบริหารจัดการอุบัติการณ์ ของคณะ
แพทยศาสตร์ศิริราชพยาบาลมีดังนี้ 
 เพ่ิมกระบวนการในการท างาน ในกระบวนการ

ของการบริหารจัดการอุบัติการณ์ที่ เกิดขึ้น  อาทิ  

กระบวนการของการแจ้งอุบัติการณ์ และกระบวนการ

ในการรับแจ้งของทีมรับแจ้งปัญหาระบบคอมพิวเตอร์ 

(IT Helpdesk) ไปจนถึงกระบวนการในการประสานงาน

ต่าง ๆ ในการด าเนินการตามหลักของการบริหาร

จัดการอุบัติการณ์ กระบวนการต่าง ๆ เหล่านี้ท าให้เกิด

กระบวนการในการท างานทีเ่พิ่มมากขึ้นจากภาระงานที่

รับผิดชอบ ดังนั้นองค์กรจะต้องพิจารณาภาระงานที่

เพิ่มมากข้ึนของบุคลากรด้วยความรอบคอบ เพื่อให้เกิด

ประสิทธิภาพในการด าเนินงานต่าง ๆ 

 ต้องการบุคลากรจ านวนที่ มากขึ้น ใน

กระบวนการบริหารจัดการอุบัติการณ์ จ าเป็นต้องมี

บุคลากรที่ เข้ามาดูแล ควบคุม และการประเมิน

กระบวนการที่เกี่ยวข้องกับการแก้ไขอุบัติการณ์ รวมไป

ถึงบุคลากรที่มีหน้าที่ในการตรวจสอบการท างานของ

บุคลากรให้เป็นไปตามข้อตกลงของการให้บริการ 

(Service Level Agreement:  SLA)  ที่ ไ ด้ ต กล งกั บ

ผู้รับบริการในหน่วยงานต่าง ๆ การด าเนินการในแต่ละ

ขั้นตอนต่าง ๆ เหล่านี้องค์กรจะต้องพิจารณาอัตราก าลงั

ของบุคลากรที่จะต้องเพิ่มเข้ามาเพื่อปฏิบัติหน้าที่ และ
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สนับสนุนให้เกิดความส าเร็จในการด าเนินการตามหลัก

ของการบริหารจัดการอุบัติการณ์ 

 บุคลากรไม่ปฏิบัติตามกระบวนการบริหาร

จัดการอุบัติการณ์ ปัจจัยหลักท่ีท าให้การบริหารจัดการ

อุบัติการณ์ไม่ประสบความส าเร็จตามที่องค์กรได้

วางเป้าหมายไว้ คือบุคลากรที่เกี่ยวข้องในกระบวนการ

บริหารจัดการอุบัติการณ์ไม่มีความตระหนัก และไม่

ปฏิบัติตามกรอบของการบริหารจัดการอุบัติการณ์ที่

องค์กรวางไว้ การน าเทคโนโลยีสาสนเทศมาใช้เพื่อให้

ผู้ ใ ช้งานให้ เกิดความพึงพอใจสูงสุด โดยเน้นไปที่  

“คุณภาพในการให้บริการ” หรือ “Quality of Service” 

อาทิ ในกรณีที่มีการรับแจ้งอุบัติการณ์และไม่มีการ

ตอบสนองในการแก้ปัญหาตามข้อตกลงของการ

ให้บริการ (Service Level Agreement:  SLA) หรือ

เมื่อมีการแก้ไขอุบัติการณ์แล้วบุคลากรไม่ปรับปรุง หรือ

ปิดอุบัติการณ์ในระบบ ท าให้องค์กรไม่สามารถ

ประเมินผลของการปฏิบัติงานได้อย่างถูกต้อง 

 

สรุป 
 โครงสร้างพื้นฐานด้านเทคโนโลยีสารสนเทศ ทั้ง
ซอฟต์ แวร์ และฮาร์ ดแวร์ เป็ นสิ นทรั พย์ ของคณะ
แพทยศาสตร์ศิริราชพยาบาลในการสนับสนุนการ
ให้บริการในกระบวนการต่าง ๆ ให้มีประสิทธิภาพ 
กระบวนการจัดการอุบัติการณ์ที่เกิดขึ้นภายในคณะ
แพทยศาสตร์ศิริราชพยาบาล ตามยุทธศาสตร์ที่ 1 
ปฏิรูปเพื่ออนาคตเพื่อรองรับการเปลี่ยนแปลงอย่าง
รวดเร็วของเทคโนโลยี ส่งผลท าให้คณะแพทยศาสตร์ศิริราช
พยาบาลได้ให้ความส าคัญ ในการน ากระบวนการ
บริ ห ารจั ดการอุ บั ติ ก า รณ์ ม าประยุ กต์ ใ ช้ โ ดยมี
วัตถุประสงค์ เพื่อตอบสนองการท างาน และเพิ่ม
ประสิทธิภาพในการให้บริการส่วนต่าง ๆ เพื่อให้เกิด
ความต่อเนื่องในการให้บริการทางด้านเทคโนโลยี
สารสนเทศที่มีคุณภาพซึ่ งน าไปสู่การพัฒนาการ
ให้บริการที่มีมาตรฐานเพิ่มมากขึ้น 

 เมื่อเกิดอุบัติการณ์หรือเหตุขัดข้องขึ้นกับ
ระบบเทคโนโลยีสารสนเทศที่ส าคัญในกระบวนการ
ให้บริการของคณะแพทยศาสตร์ศิริราชพยาบาลย่อม
ส่งผลต่อความต่อเนื่อง และคุณภาพของการบริการ
ให้แก่ผู้ป่วย นักศึกษา และผู้ที่มารับการบริการ 
อุบัติการณ์ทั้งหมดที่เกิดขึ้นจะมีการบันทึกไว้ในระบบ 
e-Helpdesk ซึ่งสามารถติดตามสถานะได้และเก็บ
รักษาประวัติไว้อย่างสมบูรณ์ การจัดหมวดหมู่เบื้องต้น
และการจัดล าดับความส าคัญของเหตุการณ์เป็นขั้นตอน
ส าคัญในการพิจารณาว่าจะจัดการเหตุการณ์อย่างไร
และมี เ วล า เท่ า ใดส าหรั บการแก้ ไ ข  ทั้ งนี้ คณะ
แพทยศาสตร์ศิริราพยาบาลได้มีการก าหนดให้การ
ร าย ง านอุ บั ติ ก า รณ์  ( Incident Report)  ส า หรั บ
อุ บั ติ ก า รณ์ ที่ เ กิ ด ขึ้ น ใน ร ะดั บสู ง  ( High)  โ ด ยมี
วัตถุประสงค์เพื่อรวบรวมข้อมูลที่เกี่ยวข้องกับเหตุการณ์
เพื่อให้แน่ใจว่าการแก้ไขอุบัติการณ์ให้มีศักยภาพและ
เกิดการปรับปรุงคุณภาพมาจากอุบัติการณ์ที่เกิดขึ้นใน
อดีต 

วัตถุประสงค์หลักของการบริหารจัดการ

อุบัติการณ์คือการแก้ ไขเหตุขัดข้องเพื่อให้ ระบบ

เทคโนโลยีสารสนเทศสามารถกลับมาให้บริการได้อย่าง

รวดเร็ว โดยมีกระบวนการในการด า เนินการที่เป็น

ขั้นตอนที่ชัดเจน สามารถติดตามการแก้ไขอุบัติการณ์

ได้ รวมถึงสามารถตรวจสอบข้อมูลภายหลัง การจัดการ

อุบัติการณ์ตามแนวทางของ Information Technology 

Infrastructure Library หรือ ITIL เป็นไปตามวัตถุประสงค์

ส าหรับการจัดการเหตุการณ์ที่เกิดขึ้นตามโครงสร้าง

พื้นฐานด้านเทคโนโลยีสารสนเทศเหมาะส าหรับ

หน่วยงานที่ให้บริการสาธารณะขนาดใหญ่ เนื่องจาก

กระบวนการดังกล่าวต้องการบุคลากรที่เข้ามาเกี่ยวข้อง

ในการบริหารเพิ่มมากข้ึน 
 

ข้อเสนอแนะ 

 นโยบายขององค์กรคือส่วนที่ส าคัญที่สุดที่ท า
ให้การด าเนินโครงการการประยุกต์ใช้แนวทางตาม



วารสาร Mahidol R2R e-Journal ปีท่ี 10 ฉบับท่ี 3 ประจ าเดือนกันยายน-ธันวาคม 2566 
Received: February 18, 2020, Revised: December 11, 2020, Accepted: June 22, 2022 

http://doi.org/10.14456/jmu.2023.24 
 

27 
 

หลักการของ Information Technology Infrastructure 
Library หรือ ITIL ให้ประสบความส าเร็จ และการ
สนั บ สนุ น จ ากผู้ บ ริ ห า ร ระดั บสู ง ใ นการ พัฒนา
กระบวนการเพื่อสร้างการเปลี่ยนแปลง การสร้าง
วัฒนธรรมขององค์กรที่เป็นนวัตกรรม กระบวนการใน
การท างานต่าง ๆ รวมไปถึงบุคลากรที่ปฏิบัติหน้าที่ใน
การสนับสนุนระบบเทคโนโลยีสารสนเทศในการ
แก้ปัญหา และปรับปรุงกระบวนการให้บริการทางด้าน
เทคโนโลยีสารสนเทศต้องได้รับการสนับสนุนในการ
พัฒนาศักยภาพอย่างสม่ าเสมอ 

 องค์กรควรมีการจัดหาเครื่องมือในการบันทึก
อุบัติการณ์ที่เกิดขึ้นให้ครอบคลุม รวมไปถึงสามารถ
แก้ปัญหาแบบอัตโนมัติและจัดเตรียมองค์วามรู้ เพื่อ
สนับสนุนการแก้ไขปัญหาเพื่อให้ผู้ใช้งานสามารถแก้ไข
ปัญหาเบื้องต้นได้ด้วยตนเอง เพื่อให้เกิดการปรับปรุง 
และพัฒนาอย่างต่อเนื่ององค์กรต้องมีการก ากับ และ
ตรวจสอบการปฏิบัติ งานด้ วยความใกล้ ชิดและ
สม่ าเสมอ โดยอาศัยกระบวนการปรับปรุงอย่างต่อเนื่อง 
(Continual Service Improvement)  เพื่ อ เป็นการ
รักษาคุณภาพให้คงอยู่  โดยใช้แนวคิด  Plan-Do-
Check-Act หรือวงจร PDCA 
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