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The Information Security Management System (ISO27001: 2013) — A New

Dimension in Hospital Management
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Abstract

The advent of information technology has brought dramatic changes in the field of
management. Nowadays in the online world can be enabling access to the service, e-commerce and
commercial just click away. Today humans are living in the digital world rather than the physical world
and communicating with clients or business partners can conduct the digital meetings from anywhere
at any time by video conferencing. The client can make online payment transactions via mobile

phones instantly.

Advances in information technology systems had resulted in transactional data, usage
information and personal information recorded by the service providers. Resulting in service providers
more easily accessing important information. In order for credibility and data security in the field of
business operations. Therefore, the service has taken measures to increase the reliability of customers

and enhance corporate value. The service provider maintains information systems to be more secure.

The patient information and patient treatment information has been recorded during hospital
services and all of the information considered personal. The Faculty of Medicine Siriraj Hospital was
responsible for maintaining information to be secure according to international standards in order to
information security. Faculty of Medicine Siriraj Hospital has implemented the Information Security

Management System (ISO/IEC27001: 2013) in order to security according to international standards.

Key Words: Information security Management; Data security; Hospital Management

Uni

galan1fAdmauimdimieiiussuy 7119 9 YIUADAIUABINTT STUUATAUWALAZTRYA
walulagasaumeadaralinisaniugsianiig o & neglunisquasesiinnunieslinuegiaue

mMaAsuLUateE1959n5 Ndhudiuveiiuinig , . o ,
o L L n1sglaunelevestiodulyminglu
wargSuuinisdesdnisusudilaviudunis . 4 4 e
. . . o naneesAns Wudesnamnsaiadulavsy 9 Tu
wWasuwUasegiane nsliusnisTudiusing 4 ves . - . .
Uaguu wazmstesnisglanfianunsavilaenunn

3
AMLUNNYAEASAIIIINGIUIAABITALEEAIN X om w2 e Y
YUDNPY FNAULULNNEANENTAIIIINGIUIARN DY

wazTInL LN UaueIAUABINTVOIYNRET . . 4
iegsadanefon1InunIuuleu1eiTeIndIm

Weades vuiuguvenstiuinisfaznin was . . ey 4
fuasUaendevesszuvasaung saulufisdoyad

59AL591U AMELNNEANEATASIIVNYIUIAA DAL 4 . L L
WNBIUDIANY 9 9819AUNALD NTTUIUNITAINET

Arrutuladnssvuinalulagdarsauinad o a aa e e
. . . . geneldunssuIunsidaNuE Ry AlEIuaUUEaYY
UseAnSan wardanutuaslasnde sauluie N . - - o .
Tin1sanfiugsiaussgingussasdvenme

'
' =

an1s 9 MAsTesiun1TliuInITAeiian

=23

3]

b\ can
Z LNNYAIFNIATIINYNYIUG
Bl

gnfesuazauisansivaeuld tielvnisluinis

27


http://doi.org/

215815 Mahidol R2R e-Journal 7 8 atiufl 2 Usednufounquniau-Aanau 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

< s =

teyatludunsndniduiniigavemn

DIANT FINNIAULUNNYANANIAIIITNYIUIAAY
n1sazifinteyauaznisiideyaluldludusig q
Tnegilalldsueygntuduaivniinelfina
L@8189819518159 91AAANTTHBITD9INIT1Y84

[

ayanIegTuUINIg vilviAnAudenie 11n

=23

amudesiunngFurinmssuluisiusiinsmaegsia
dwalideTodedd Fodu ruzunvemansAzag-
worvradindudesadrauinsgiunisaiuauns
hisdoya TnnsuszifiuuazAnmuniuide il
nswasuudasegnasaiian tledesiuiliinng

azilindoyaiiny

n1sUfTRRuTennasdiuauTua
Uaenfoasaunafsafunisldneufiamesuas
gonduifiAgrdesdunisufiacuiedu
AVINEFR R IANELIEAARS AT UIAL T
Junsilestunnudemeiienesiintuainnis
Ujdanini lutegluauzunnemansassy
wervalddndunislassnisanuinsiaon sy
syUUAITAUWA (ISO/IEC27001: 2013) Lazaaasy
Wyrainsiiauaseninisnud1Ayvednis
fnwianuUaendeszuuasauma uagdoyad
Rerteslunisliuinsdine welesdnsaiunsa
Andunsauddediminin “aaidunianisunmd
vasuduRugegadudaszivaina” (aus
LNNYAARSASINIYNYIUNA, 2562) Vgﬂdaumuﬁ
Aerdeadesufianuiugiuvesaiuiuag

Uaondgarsauindoulown A31uaU

http://doi.org/10.14456/jmu.2021.16

(Confidentiality) Ms¥nwiAuduvestoyarlie
wazdouasiia q Muarudu doyaasauinea
szfosgnrmusliidfddanedilasueyaals
ansadnfadeyaansaumneg, ANgNAesaNyTel
(Integrity) Teyaazsipaiinnugniosauysalegiae
waziiudlodeyaazdondulildsuounnwindu
warAunsould (Availability) syuvansauna
szdosiiauniouazlviuinis uaznioudlas
hisl@nasnianfidesnis (Vallabhaneni, 2018)
ﬁQ§u5ﬂ1ﬂU§ﬁ§mwmﬁu§ﬂuﬁﬁﬂLﬂummﬁmf\]%ﬁﬂ
Tesdnstiamnudssiazgnlandnislotues uazvh

Teemininanudemeale

AU ULILAZANUNNIEVDIAULUAY
Uaenanszuuasaumnd (SO/IEC27001: 2013)

Awisunsasnfoasauma (1S027001)
\Huesgiuanadasaisresszuuansaunady
Wudrunieveaninsgiu 15027000 Faidugu
gnvneiinnsuiudsaiisndnies uaswmeunslul
W.A. 2556 (A.A. 2013) LngBIAN13IENINUsEne
’jﬁéj’mmimmg’m (International Organization
for Standardization: I1SO) LagAMENITUNIT
Flectrotechnical 5213139Usina (IEC) aAveld
AMEBUNTIUNTTIIN ISO (The British Standards
Institution, 2019) fsgUl 1

A.fA. 2005

1INTFIU
" ISO/IEC 27001:2005

JUN 1 anuuinvesenudiupslaensdessuvatsaume

28


http://doi.org/

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

Anusiunsasnfoszuvansauma fo
MsUIMsIaNssEUUasEUMATT IngUsyasdLie
Snwpnusiuasasnfovesszuasaume uaz
FoyaiiAstosmelinsnuauiimnzean osdng
TaufuRnudoimunazlédfunisiuseandanin
nsnseseulaiaudlaeniisnuiieanluiuses
(Certificate) UsziRvasauiiunsdaon foszuy
asaumaduiatuded we. 2535 (a.a. 1992)
Tagnsumsfuazgaavingsy (OT) Jadudunils
Ya3sguraansgeIudnslaineuns "vanUjun
dmfunisianisanudasnisvestoya iiteld
Jundnujialunisiiduguaninulasasdeves
Joya Tl w.a. 2538 (a.A. 1995) andusnsgu
84ngw (British Standards Institute: BSI) Tadin1g
USuugs wazuiluenans “wanUjuadimiunis
Fansanudasadsvesteya” Taglddolmiin
BS7799 (Honan, 2014)

luausuaay U w.a. 2543 (A.A. 2000)
Lonans BS7799 adufignuiudgelneanity
1nsgudangugnineunsludesnnsgiu ISO/IEC
17799 fordugadiiinveuinggiu 15O 8819
3efaunu suded w.el. 2548 (.6, 2005) 16
NIHIUNIIATEIU ISO/IEC27001: 2005 Fasioan
Tdudenivundiniuszuunisinnisainy
UaonfuadseuuanTaune wazilnuaannaes
futnsgu 150 17799 Tufuil 25 Augnow w.a.
2556 (A./. 2005) lagin1senidn 1S027001: 2005
wagldinseunsuInsgIuauiuasaon iy
syuvasaumaatulmife 1SO/IEC27001: 2013

Featullfangnldegauiialagtu (Honan, 2014)

29

http://doi.org/10.14456/jmu.2021.16

wu2lHUY8IN15VESUTEIAUSIUAS
Uaannassuvdrsaund (1SO/IEC27001:
2013) Tutlagdu

ANTuAIUasnfssEUUAITAULIA
(ISO/IEC27001: 2013) flvaulunnisaruAuuleuy
N3TUIUNMTINIL UagTzUUasAUmMATIAITDe
Ag 9 é?iqmﬁﬂﬁﬁ’ammauLsumﬁuaaimqmiﬁ?u
99ANTITADINAIUIIEAR wazuloulesie o sauly
fanrsufudaulinseunqunisusnisaulag
Jatunsinunnusiunsase fuasauimangng

LATIATA (AINT TN VIF, 2561)

AUUaeAsievestoya wazloyaveinis
$nwingruiavesfuiefiuniunisinuiiiamy
wiemansasneneafuteyaidunnudy
85U AuTUINEIERs A TIINEUIAlInsERln
warliarudfyfuainuduaslasnfessuy
asaummeeeiadailetesiumuidssidenariioe
93gnla3n35u uATe19AIHANTENUR 8T DL B4
ANENYAIVDIAULLNVE AR ATIITNEIUIA 21N
FIBIUBIANITIENINNUTLNATIAIUNITUINTFIY
(Intemational Organization for Standardization: 1SO)
linsuiesansiulsemalnglaliaudinglu
funsiiuguaszuvasaumeliiinudiung
Uaonsaanntududdulnglud we. 2557 - wa.
2561 wuiflesdnsildFusesunsgiunusiuag
Uaandessuvarsaune (1ISO/IEC27001: 2013)
F1UULINDY 1,076 BIANT BAZIIUIUNSVBTUTDY
wwsguAiuAaends sruUa sauma Tl wa.
2557 -1.7.2661 §51u2mfinTu (intemational

Organization for Standardization, 2019 faw3197i 1


http://doi.org/

215815 Mahidol R2R e-Journal 7 8 atiufl 2 Usednufounquniau-Aanau 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

http://doi.org/10.14456/jmu.2021.16

A5 1 LamITILIUNISTesUITBINAsEIUAULuAIUABRAuasauwmA (ISO/IEC27001: 2013)

U A 2557 2558

2559

2560 2561 37U

MUY 143 189

218

287 239 1,076

11: ARLUAINNINTIBIUNTTFUTDIIRNTFIUITZUUNITIANIG BIANITUIRTFINEINE (1SO)

WuguvaIANduAIlaanfEsEUY

d1sauwnd (ISO/IEC27001: 2013)

ANMUTUAIUABANSEUUATAULNAL

nuguddgynvisduasilinisaivauvenn-

wnveAansAsssneUIadsagasnuiiving
mMsSnweusiupsUaenderemingauiiieitos
fussuUaTauINA Wy LAdesreuiames gunsal
LA3891Y w‘%a%’a;ﬂamiaumﬂiﬁﬁmmﬁumLLas

Uaensvusznaulusmasaussnauiiuguidifgy

3 Janatl

JUN 2 asfUsEnauuguAuiuasUaendatsaume (CIA)

Auduvasdaya (Confidentiality) 1Uu
psAUszneURd 1Ay figauesnisinwinnuiiuns
Unendeszuuasauma nmsdesiunasSnuaiudu
vosdoyavidelonanseing 4 ATUsEAVEAmW fudns
Aealfosiuleuenazinnsn1snsIvaeuans lung
dhietoya FUFTRNUATavBEslFSUeun Aty
flanunsadfetoyamatiuld nsduduiamuluns
\ifaszuuansauma uazdeyaning o Aldiusga

wisvianglutagiuil Aensldsianu (Password)

30

druyanatunisidnfisssuuasauwme (Srinivasan,
2016)

ANTANMUATUAIUAY UDINITLONAITAS

£

andusululasinisaudunslanndyssuy

'
o A o

ansaumedud nuilatadefiddgyivinldnsauiu

TAsensussanad1sa lngldinuptuninuduwia
[ a - U U

ganillu 3 Ussnmaussdsuindenssnunanudy

V9931015 W.A. 2544 (dr1inuenSguuns, 2544)


http://doi.org/
https://www.google.co.th/search?hl=th&tbo=p&tbm=bks&q=inauthor:%22M.+L.+Srinivasan%22

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

Usznaunie isé’U%ué’Uﬁqm (Top Secret), Sydutu
duun (Secret), sefuTUSU (Confidential) wag
seiutudeyafignimuatuifisiudsenoudae
sefututonadmivlinieluesdng (intemal Use)
waseiUTuaTsInE (Public) (neansaune, 2562)
st lutlagtiunsuniloseanudu Wy madhaa

(Encryption) anuunlgdlunisundesaisaumnan

U

A BINISNITALABEINTUIIANUBLIILNT ANY

U
<

A198190U NMTAUTNYLENANTANAINTYBIN Y
ANTAUNA AUTUNNEAIARSATTIVNGIUS LONaNT
Aunmitinistunsdou wargninlmduenistu
ADAUAN ﬁ?uﬁJwﬁwﬁmmﬁmﬁwﬁéaLLaLaﬂm'i
ARINIM (Document Control) Bal¥useuvsngluns

guaenanstunudu wnanswianiazgniiuliluget

Ao o %

Tuesiuns Faduresifidnwaenuaruiou ful
il gnfidvsanansarindsenansmanilafadmiing

Haenansamnnignimunaliviniu

lun1sdnuiAdnuduvesdayanis
Snwmenuiavessitae saulufsdoyasing q flogly
JEUUANTAUNA AZLIEAERS A3 T 1neuIaladl
wwnsgulunsdesiumsidifsloya uagnisivug
anslumadrdedeyasiag 4 suniseutiiany
Suiinveuluusazsiumis lunsdfifimsudleteyad
dranlussuvansaumeazimsdaivuse IRvesns
uiludoyanie 4 Tuszuuasaumaiieliamnse
avnaeulunsaififiarus i Tnsansvdrdyems

[% '

fmundvislumsitisdeyasine  lussuuansaume
wetlesrulalviteyafidwaygnudly wiegniduun
Tnerilailésuounn Fsirioyawmanignudly vie
vidn wazgmiluldlumaiinazandsanuidems

D195 NUUTIN D AUTUN NS FNERS RS TNV LS

AMUaNABsENUsAlvasdaa (Integrity)

Y Y Y
Augnaesanysaivesfeyalludsfiasyioufisay
UNTDT DUDITLUUANTAUNAUBIAULUNNYAERTAS

(% 1

INVNYIVIA LASVDYATNTAULNA GAAGONGRREY

31

http://doi.org/10.14456/jmu.2021.16

indeile deuasiedignuilalneditlileisueygaly

gwiuazndmnmstiuin aiideyafinugnies
auysalidedatu dodinalnmsnseasuavivients
Ig¥uounneliduiunawdsuwaudiluviensyyii
msla 9 dedeya wWunsitulseiinsuiledeya
iielid i AU TR AN TanTIvEeU uay
Ansnumsudlvdoyald mndeyagnivdsuidas vize
wilulnedlivszasdfdondmadesiaiinvesdoya
anaideliofennzunnemansAseneIutaan
Howad uazonvztilugnmsflessemanguanele

(AL-Zahawi, 2019)

auniouldaruvasdayauasszuy
F15aumAnIg 9 (Availability) {unisasisainu
WJortuiiuandliifiuianunfenldvoszuu
asaumaitisadestunisliuinisgiae ssuu
A1TAUYARDINBUAUBIAINABINTVRIN LTI
arursoidideszuuldidedeants ame-
unmemansazsmeuaiviiluinisdiae
F1uunn Jagduiiulevieuasununisirussuy
PNANULEYNE (Disaster Recovery Plan) Taogns
unaedl nstiusnisgUielutdagdu szuu
AeufiIned sruuASetne viowludszuuliing
Rertestianudnduetnads mngunsalla « iia
autades uaglianmnsadaulinduanliuinisla
Vel viinisliusmavgaveinenvdwaldese
mslruansluisningle m&;mmﬁﬁﬁﬂﬁlﬁmmwﬂaj
wiouldnuvesszuunsuiunesi 2 wuulng 9 Ao
FTUUABUNILABSULasn 1519 u3n19 (Denial of
Service) LAY TTUUADUNILADIVI1IIUADY
UszAnSnmlun13v1197u (Loss of data processing
capability) Fedudeiinisnsiadey Usviiu
ANTINULNNIVINNUVDITEUUANTAUNA Wazaunsal
aduayuiiAeades ielviulaldinssuusing q du
NS0 ﬂ%muaauimua (Barrett, Weiss, Hausman,

2015)


http://doi.org/
https://www.google.co.th/search?hl=th&tbo=p&tbm=bks&q=inauthor:%22Omar+Sabah+AL-Zahawi%22
https://www.google.co.th/search?hl=th&tbo=p&tbm=bks&q=inauthor:%22Diane+Barrett%22
https://www.google.co.th/search?hl=th&tbo=p&tbm=bks&q=inauthor:%22Martin+M.+Weiss%22
https://www.google.co.th/search?hl=th&tbo=p&tbm=bks&q=inauthor:%22Kirk+Hausman%22

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

o o

faudlulagtuasdsliinmnnisaignidu
fivinlviguddeya (Data Center) wATIEUY
asaune duduilandnveanislivinisves
ANTWNNEAIER A TIINEIUIallam AN U
Tiusnnsld etlfuimsldmmunlivinisdouus
nsdAnmnnisaiilinadaliulszsmnd vinld
Aannseseuanunieslunsdlaniduiinuddeya
(Data Centen) (@818 N13FNFOUUNUNITHAU
sruUmsauAnsaAnmnInifliaaAnagyii
WiiAnAl1uAdefl uagatu1saAusy Uy
arsaumaiolinisuinisfuisvesans

wnneransass1vneutatduluagnaiuriagg

ULHUILLATNTEUIUNITNI9TUNN 8T B9 1U
nsturfauasmivayuanuiuaUaaniy
syuuasauUwmA (ISO/IEC27001: 2013)

a21ut91laluuleune 1ISO/IEC27001:
2013 JuimsuarAnensIuN SRt 3ulUe

'
vaa | o

QmmuauuauﬂﬁmiﬁwLﬁuimamﬁmmﬁum
UasadeszuvansaunaUszauainudnsanas
Anwviaudlevesaiudesnis wleuied
igadeatunisaniulasenis Husnisneslinig
atfuayuiiieliAansiaegadeLilo diuada
Auda i laliuAgujiRaulinu uas
Uﬁﬁ@mmuuiamaﬁﬁmumﬁ (Calder, 2017;

Watkins, 2013)

UMENN1ATUIMTIUAMAN Plan-
Do-Check-Act (PDCA) #831310 Plan (n15
7196KU), Do (N5UJUR), Check (N150539d8Y,
n15Usgiliu) wag Act (N15USUUSe wagns
aufiunslmunngan) iusulduuinienisuims
mu@mmwLﬁ@’lﬁaamﬁmﬁ’umsoﬁ%ﬁumuﬁuaa
AELNVEATERSASIITNEUIatiielELAn

ASLUIUNITYNUNTAUAIN ALNDUNANIS

q

32

http://doi.org/10.14456/jmu.2021.16

UHURMUII aunsansiaaeunaniIsaiuaule

aunsnasunelanadl

N15919UHY (Plan) ABN1SINNY WAy
SvuaveuamsiLiunsdasilasinislasinis
ausfuasUaenfoszuuansaumna sauludenns
MUHUNIANTIUUAT 9 WU sFnuRgIiy
USUNTeI99ANns, A dugiheafuims nasnau
nsaduayunIsaniluausig 4 31ngusnig

9 -

sgavguiielinisdndusiudniogatay
IngUszasn

n15U§U% (Do) Aen1sdnvinenalsnig
fudulassnsuaznsasiieu foauielaseungu

ANABININTAINUARAIS 9 AelANTEUVDINIT

Y

o a

m1Luumummmmgmmmﬁumﬂaamﬁmsw
a1saumna (1ISO/IEC27001: 2013) luuszynalalu
ASYI9IUD39 LU AruAlrdsEdeuIsnN1THMUN
gayldaf wiiseuiiniiufuiniusedouis
UftReudenaniieliniswauigenduaid
UINIFIY LLazmmﬁumﬂaamﬁamﬂmamsaﬁﬁhj
feusvaed Dudy

A5USLITUNTON1INSIEU (Check) fip
N15UTELHUAINTTNAN 9 L¥U N19A1LTUNIT
psa9daun1ely, n1smsiadauAIUnsauldved
syuvansauna $ulUNNIATIEOULALNUNIU
uleutey nIahuun1TANduIudsedrlanela
TAs3n15AuTUAUABA ST EUUATTAULNA
(ISO/IEC27001: 2013) 8nRA20819LAY N1TATID
Uszifiunielu (Internal Audit) unswseumy
nipud 1usunIsAsIaUsyidunteuen
(Certification Body) Wiatdun1snsraussidiuna
msendiulasinsanutunsUasnsoansaunels
duluauuleuis tenansndngiu wazdeninua
A9 9 minn1sasalssiiuannatsuenlany
Uszuiuiiliaenndos wirsanuiinsausziuain
Aeusniwzasaeanlususediunntieeud

YBSUNTITLA


http://doi.org/

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

N13UTUUT (Ach) Ae MsAnauUTuU
TYaUNNIBd NUMIUKAE RSB mLe, F5UHUR
wazuleuiganutumslanndualsaumndLie ol

N15119RUNIAHuuAelAnsauIDINIS

Plan a?
(FHNUNY) -
W
[
Continuous
Act Improvement
(CRSIETIES)

Check

(5aut518n)

http://doi.org/10.14456/jmu.2021.16

anduaulasinisainudunslasadessuy
ansawne (ISO/IEC27001: 2013) vivelvitAnns
UFuusadounnies uaziinnisiaiunegesiaties

(Matthews, 1999) G‘Tﬂg"dﬁ 3

sUTl 3 1995USSNUAMIAIM (PDCA)

Uselgvivesanusiunsuasnseszuu
d158uwne (ISO/IEC27001 :2013)

anusiuasUaonfoszuuasaumesiili
szuvansaumeALazteyatinuiiunsUasade an
arudesiioneeyiliAnmnnisalitlienafn wu
szuvansauwmagnlanfmsleiues vivlvideyagey
e vizeteyaiiddny wu Teyadiae deyamens
Fugnudlvanidmiihdmelu Wusu msdiduns
AINNINSFIUAINTURIUaDAR DA sAULNA

o '

(ISO/ [EC27001: 2013) 1T ud2185ni1ame

o W W

unnemEnsAsTITneIuIalaliaudAgyiuaw
Uaensfovasayaiiivnulied1ee3eds deasdy
dndivisduaiy wavairsanusiulaliunesdsuay
FReTdsn3uUEng esnsldinsussidiunag ey
faruidssilenasifntuiduduemaonteves
Aauimes ATUABAduNsMEAN ANUUasasiy

nalgiesniiunduludagdu drudwmalvinuy

33

WNneAIEnsAss1aneIvIatasuuselavua el
(Lopes, Guarda, & Oliveira, 2019; Moh, 2019;
Velasco, Ullauri, & Pilicita, 2018)

adl3degrugaeiiununisinuiiame
UNNEANEASAIIIUNEIVID LATWUSAATNINGIND
iesanunasgiumnusiuasUasafoasaume fio
InPununufoaiafanludeq iy wazldiunis
gousuluszavaina v lvguiensenusiinnia
gsnaliaulinnslaluainudasndevesdoya
\deaaindeyadiudd wazdoyaveanis
Snwmeviasng o derdudeyafiiduninugu

RWIYAAS

Uszndanauazdunu Walinmnnisal
Mlain1afndu 1wy n1sgadedoyaduiilownain
wgn1sadliaadaviegnlaudnisleives a1

£ v

ToyaveUlegnlasnIsy AMEUNNEAANSATINY


http://doi.org/

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

WeWIRIRIgLdenneInsuARaLastinduY

@

Tugueing 9 1ievihnisiAusEuUkAzToyaNd Aty

o

a

wWelwasdnsarnsanduunliuinislaniuund
fatiy N1sUURnunanauTuAsUasniysTUY
ansaumeRadunsetesiumgnisallufisUsvasd

fagneliinnudseninanila

d¥19301dpanazifiuaaudasiuie
MeluULaENPUDNANLLNNEAEASASIITN LA
A ndunisaiundnaitudunslaende
arsaume s ludenisussifiuninuiesegig
adnavelvanloniafioziAnmgnisaldilafie
Uszasd wazsinldidnniswauiogredoLiiog
(Continuous Improvement) sEUUAIINTUAS
Uaoadsarsaumaduinasgiussduanaiildiu
n1580u5U MSTiAMEUNNEAENSASIITNEIUIA

lasun1ssusesdmalagnsesiegUle fusinng
g3fa wardisidrulddrudelvanuliangy
1nsgIUNsAuguateyaLarsEuUa sAUINAT
Werdestunisaniiuaudng q Fedemalvinne
wneansasIIyneIuIatnInsgulunisuims

o

Jansszuuanulaeadeteyaisusinsedvaina
Snvadaannsnthludszandldlunsnauudnms
FrunsUsmslasanig wavanuidese 9 fiens
nelvAnaugade Fanshszuunsdanisaany
fuasUaoafedoyauiuszyndldedted
UsyAvEnmsausiusnSuiiagldnelmiAnnisgapde

wnaeAnstaglidndy

Jaidevasnnuiunsasndeseuy
d158uwne (ISO/IEC27001: 2013)

AMHTUAIUADAAY ST UUEITRULNA

=2 o

(ISO/IEC27001: 2013) faugiinazddenlunais s
A windidaideniglaaniunis wudyaduie

wlesunsusewuNInggIu Sawdidinsusuls

34

http://doi.org/10.14456/jmu.2021.16

nszUILMEE 9 azthlugszuunsuinisiania
paAnsinuliiufegyaulufinnansaaou uwas
nsUsziiunaiiellaunisiuseanggu us
NILUIUNITAN 9 Antuneldnisaifiuaures
TassnsiliiAnanuaidt sudeswnaindnis
Sufin faiAvienarsfiuiniuvinliid v ia
UftRmuAnaudeoniing uazeraaziilgns
azlaun1sUuRnIuTemuuasiig 9 983lATaNg
FliAnanudssenszuiunisvhaudig q T

auUAALe

Usymnuazguassavasnisaiiulasinsaany
dunsUaanngsuuasaumA (ISO/IEC 27001:

2013) VBIAMTLNNEANENS A TIUNGIUA
Waaﬂi%ﬂ%mﬂﬁiuﬂ’]iﬂoﬁLﬁ‘Lﬂﬂi\‘iﬂ'ﬁﬂ'ﬁll
ﬁ’umﬂaamﬁmzuuawaumﬂ%amms
WHneAdnsAsIITNeIUIaLansliliuIna
nuiiadosdinnugeiuiiefiaziamuazaiis
ﬂ’lWNﬁUﬂﬂUﬁafﬂﬁﬁ“ﬂ@ﬁﬁ%UUﬂ?iﬁULWﬁiuﬂ’ﬁ

Wusmsungiae Jyniuagguassandn q iny

v
a o

semnamsaiulasinisiead

Frumanduad (efinsdndulasinis
AnusuasUasa szuvasauma Tunsiaun
SEUUTaNALITNITINUS NI U veAmY
wnnemaniasTInevIadingdarildaies
muaenfeliifisane Geenavinliildoslnifay
gnnguiaendnviegifaudeivglilaufssuy
flsaliuinstaeinaudsmeld dadunis
WAILNTEUUTONARITHIN 9 FalimuT1FeU TR

wa

AUz dsuIsURURveInI s UItaNeLISoEs

LASIASA

druynaing AUHURMuEvInAIY
nsgnidniluiiesaitudunsdaendyssuy

ANTAUNADY19T3999 YN dHansENUAUAITEIUN


http://doi.org/

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564
Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

Uszendluarasiloufifate tieliiAnuselov
498AM083ANT LTUNITUINT Y UBLHEUNTTo
gl nunazstarudmiudldssuusig q Tigdu
y510, Tldanmitnmeaewaysanuaeufinmes

Fap1aveynlvanlidinendesaiuisartifesyuy

U

@ I3

wardoyand 1Ay veteAns waze19aelvin

o

ANLdeeagnasensale

AuMSURURTU NMsimwilasINIsAy
fuasaenivansauwma inliAnnseuIunsingu

fanududounnniu dawaliguiiRauiiniszau

a

AnunTuaLlUfie F9TUN1SUSINSIANISI509

o o = v A

AdeAu LLaxmismmuﬂuﬁaﬂﬁﬁmzym;:hﬁmi
SR Welinsaudiunisdig g aels
Tasen1sanusiunsuasndoszuualsauine
(ISO/IEC27001: 2013) HULANTAMNKALAGDIF

11NTU

Frununing nsifinanuvaeadeonn
SEUUANTALNA Wazni1sanduniseng o iield
donadesmutaniun nieulouisarutuag
Uaonfuansaunafinnsunnemansasse
weraldimuels sliana e fidiuannty
aulusie win1sandusunieldalasenisaaiu
ffumsUaenfuansaumadwaliinnisimuiesis
doiflos Fefuiadunisusuuuss wasdesiu
wansaisulsifissvasdionaziatuluewanld

Wuseem

GEal

9

nsanfiulasenisarusiiunslasn e
SEUURNTAUYAYDIA UL UNNYFNERSAITITNLIUA
danalin1sA IR UIIUANNUSAIVBIDIANTLAR
auULdetie LfJumsLﬁmdamLLaza%ﬁammﬁum
TRuAszULasawmnATiisades neldnisaniy

lassnmsdenalvyaainslasuanuiaiunsadily

35

http://doi.org/10.14456/jmu.2021.16

Usulalunisiineu wasdinussiniulalaenss
fudinaagLngd@nsAsIITNIUIaalASUNT
$U509MLLNATEIU ISO/IEC27001: 2013 Uusidaiiag
viliuszavanuduiangnadadu ynnieau
swfsyaansiitisatesasdedlsinnudde 1
ANuRsEntng wazasienszuiunslun1suiulss
sgssaiioniielfiAnnsvauiegeeiiios §s
nsafiulasin1saananyinlinueLNNeAEnSAS
F19Ne1UIaliNInIgIulUN1TUIMTIANITTEUL
mmﬂaamﬁa%’agaLﬁsmwhsgﬁumﬂaﬁlﬁ%’unﬁ
gousutiilan vlausunveaiansassodud
gousy waztdumsaanundesiuliunguaeiin
Fuuinis Bnvamsdduniseng AUNIATFIU
anusfunsdaondearsaunadadunisdesiu

ANUEEENeNTinTulaglianAndne e

JoLAUDMUL

nsdnfiulasenisanuiuasiaonde
JruUaITaUWA (ISO/IEC27001: 2013) vpmeuds
uWmeFansaTsINeIuIa Sansldsunisiuses
punnsgrudanadugaiiaiuandliiiuds
A atuuagdslalunisuimadanisssuy
arsauineiiiolvlasuniseeusuniy
WInsgIuaIng daruegraunnlunisatuayuly
ANTUNNEAAATASIITNE U dAI T uA
Uaamﬁa‘ﬁgﬂizwmsaummmwﬁagamq 9 Tunns
lusn1sgUiae dreWusiandnvesnms
UWNNEFERIA3ITITNEIVIAtALA NITITEUNITEOU
MTIVE UAZNITNBINGIVIA ALSUNVIEANERSAS 31
weruralduesdnsifivuialugvilsiyaains
Wil dn@nw wazdiunldunisifudiuay
un weaauazaanlunisiiuinig sruy
ansaumasiunumiiddey wasdudiudfyiias

' a

AT NNEAIANTAS TIYNEIUIAUTIAWUTAD

v
LYY 1% a wa

aetun1sasenunsendnlvuiyaaInsnujua


http://doi.org/

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564

Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

PUAINLAYITUSEUUANSAULNAVUDIA MY

o

wnneeansAssneutatodusesfiddy was
<, v g v a o o =
WunislesiuliissuuiinnuduasUaonsds siuds
anAuLdsInaN1salldisUssasdnianavy
Vinduld ety Juimspievilandnfidrfglunis
atuayu wagnseiuliuaanslumiieauiiniig
wWilaluwleuns saenaunsilUufuabaAnam
weBulun1sufuiau wasianuaseuinludiu

AMUTUAIUaDA N UANSEUMANINTU

AnRNIINUIZNIA

wmmmﬁmmmﬁmﬁﬁwL%ﬁ]augiaﬁﬁ
nn1saduayuaIndieansauine auey
WMEAmAnSATIIINYIUIE WAnendunding Tl
wpunnsliufoAniilulasinisuinisdanisg
Arwfunsaondyszuuansaumna uazluloniad
fiipulaldnnud uavuszaunisalaSedilaugoa
wihlulassnnsuimsianisanuiunsUaoade
SEUUAITAULNA (ISO/IEC 27001: 2013) Lile
818M80ANTLATUTEAUNITUHIUUNAIINNS
F1n13 fllsuvensruveunsyaasluegieasly a

lannadl

LONE15D1999

AMZLNNEMANSASIIINEIUIA. (2562). 397
o9ng. Auduidle 28 woeRnew 2562 91
https./Awwv.simahidolac.th/th/history.asp.

HNg@SaULINA ALZLNNIERITAITIUNEIUIE.
(2562). M5eATLAUTUADIEY U5
san1sdoyammssAudunway
(Information Classification and
Handling Procedure). dududle 3

§UIAL 2562 91N

36

http://doi.org/10.14456/jmu.2021.16

http://172.20.9.238/Department/SIIT/q
d/document _files/2562000004.pdf.
dinwensguues. (2544). sedguinmaenIsiny
AIAUYDINNTIVTT. ﬁuﬁmﬁa 3
SUAY 2562 27N
http://www.gad.moi.go.th/nsk-17-04-
62-2366-2367-2368.pdf.

A3ns Frugyend. (2561). ISO/IEC 27001: 2013
iloamdignaundudameuinssuves
DBD. NSUWAILNGINANIIAN NSENTRWIYE,
46-49.

AL-Zahawi, O. S. (2019). Information Security
Handbook For ISO 27001 Controls.
Helsinki, Finland: UR academy.

Barrett, D., Weiss, M. M., & Hausman, K. (2015).
CompTIA Security+ SYO-401 Exam
Cram: Comp Secu SY04 Auth ePub 4.
(4"ed.). Indianapolis, IN: Pearson Education.

Calder, A. (2017). Nine Steps to Success: An
ISO 27001 Implementation Overview,
North American edition. (North
American Edition). Cambridge shire,
United Kingdom: IT Govemance Publishing.

Honan, B. (2014). ISO27001 in a Windows
Environment: The best practice
handbook for a Microsoft Windows
environment. (3" ed.). Dublin, Ireland:
IT Governance Publishins.

International Organization for Standardization.
(2019). ISO Survey of certifications to
management system standards.
Retrieved from
https://isotc.iso.org/livelink/livelink?fu
nc=l&objld=188087728&objAction=bro

wse&viewType=1.


http://doi.org/

215875 Mahidol R2R e-Journal Uil 8 atiufl 2 Usesideunguniau-Aenay 2564

Received: December 11, 2019, Revised: June 8,2020, Accepted: October 12, 2020

Lopes, I. M., Guarda, T., & Oliveira, P. (2019).

How ISO 27001 Can Help Achieve
GDPR Compliance. 14th Iberian
Conference on Information Systems
and Technologies (CISTI) (pp. 1-6).
Coimbra: Portugal.

Matthews, M. L. (1999). Knowledge-Driven

Moh, C.

Profit Improvement: Implementing
Assessment Feedback Using
PDKAction Theory. Boca Raton,
Florida: CRC Press.

(2019). An I1SO 27001 compliance
project for a cyber security service
team. Cyber Security: A Peer-
Reviewed Journal, 2(4), 346-359.

Srinivasan, M. L. (2016). CISSP in 21 Days. (2™

ed.). Birmingham, England: Packt
Publishing.

The British Standards Institution. (2019). BS EN

ISO/IEC 27001:2017 — what has
changed?. Retrieved from
https://www.bsigroup.com/en-GB/iso-
27001-information-security/BS-EN-ISO-
IEC-27001-2017/.

Velasco, J., Ullauri, R., & Pilicita, L. (2018).

Benefits of Implementing an ISMS
According to the ISO 27001 Standard
in the Ecuadorian Manufacturing
Industry. 3rd International Conference
on Information Systems and
Computer Science (pp. 294 - 300).

Quito: Ecuador.

37

http://doi.org/10.14456/jmu.2021.16

Watkins, S. (2013). An Introduction to

Information Security and
1S027001:2013: A Pocket Guide. (2™
ed.). Cambridge shire, United

Kingdom: IT Governance Publishing.


http://doi.org/
https://www.ingentaconnect.com/content/hsp/jcs;jsessionid=67ybzdn12qta.x-ic-live-02
https://www.ingentaconnect.com/content/hsp/jcs;jsessionid=67ybzdn12qta.x-ic-live-02

