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Change Management Efficiently Across Change Control Processes

According To 1SO27001:2013
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Abstract

Currently, the various organizations have applied information technology to manage the organization
that use for collect information to drive the organization to reach the goal. The mission of the Faculty of
Medicine Siriraj Hospital is patient treatment, teaching, and researching. The various information systems are
connected and shared important information such as patient profile, patient medical record. The medical
research information including information on organization management services must be accurate, complete
and available. The Department of Information Technology, Siriraj Hospital recognized aware of the importance
of information security and to support the mission of medical service. Resulting in the establishment of the
project of the Information Security Management System (1SO27001:2013) and results covering the entire
organization.

The standard of ISO27001: 2013 has the Change Control Procedure process in order to respond in
terms of rapid change and development. Siriraj Hospital Information Technology department requires
adaptation and using technology to provide patient service, respond immediately including business
development and management. The Change Control Process encourages management, clear operation plans
and reduces the overall impact on the information system. The systematic operation makes the Faculty of

Medicine Siriraj Hospital able to effectively follow the organization’s mission.

Keywords: Change Control; Information Security Management System; International Standards Organization
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idledndtesdusznaulunissiiiunis Change Control
Procedure 38usosudn mauimsazimua i
AszuaunsiInaunldu Tnsesisuludiuveanis
f915u157U59m  n1sidsundasiifinansznudes
(Standard Change) Lﬁamaawﬂﬁﬁwwﬁﬂ (Pre -
Approval) 1uﬁﬂizﬂgu Change Advisory Board (CAB)
aufunou Standard Change ot detdweasy
gunsal (ﬁﬁwqm) YouA30InufLasulT ST UUTe
gfiliinsznuiunisyhaureaedesreufunesuidny
flogludiuves Standard Change List Aa 14158
gndunislaiuil deowdadeudesazdasiuiinnanis
sudiunislunvutufinnrsaniiunisiuasunlas
Standard Change Uszdfiou itotiausluiiusze
Change Advisory Board (CAB) Iu'ﬁawﬂﬁiﬂisﬂgmgu
dew fegnainisiBsuudadiu q Wy
sruUUIMRiinsaussuLiiedenlaeiv
5UAS SedeannsveRndslususes (SSL Certificate) #
\r3osnaufitnesultisresszuuUsae Wefiarsan
udndunsidsundasiifinansenuluszdugs udly
$esnu 1uRanssuidaliignazylu Standard Change
Fa8u Normal Change sistulunsdiifveldsniunis
mutuneumsUasuLUatni (Normal Change)
svuuns@uliiannseldeld Wosaniiud
dnfufuteyainiafoniuiuiidmiuiuteya
Tuszuunsdu $1u7u 100 GB Wiesessunisldau
o L“ﬂumsmf?ﬁmLLUm‘ﬁﬁwaﬂiwuszﬁuqﬂuﬂﬁzﬁ
199U Fomnlafusidiuniseghassmunieriuil ay
danansgnuiuUsea@nsnin vsedennain1siiusnig
LﬂumiLU?ﬂuLLUaﬂﬁﬁmaﬂizmuﬁaiwuqa
(Emergency Change) lagagfasayiiAaniiniiiie
ansaumAnauI st dumsld anduiasdunisany
%umaummﬂﬁauuﬂaaqmﬁu (Emergency Change)
Tunnnisidsuudasiiléduniseysidaind

U524 Change Advisory Board (CAB) ufagsay
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@uIN1INTUsEYNIsTuiinaslukuududin Change
Meeting WuunesunmunaglasuniseutfnnUsesiu

sz WaguuRauauiunisseuiasuds agvi

Y

o v =

n1stuiinUadn3o9 laviynisiussyuasdufinnanis
UuReunwuuduiin Change Meeting Lagsiu5u

wuuesudaiulifundngusely

Jymuazguassaiinuvasnszuaunis Change
Control Procedure

1. nTgUaIuMTAUANNSIUAs LA (Change
Control Procedure) 819dunalin1saLdun15a191
wazduavluszozusn (osnfuitRanuazdesdar
wuurlesuienans YuitnwansuufaulunisUaiios
way wuuUuNn Standard Change d1%5UNS
Wasuwdaduuiazads FafufoRamudnlvgarlad
AMNTIUIYluNITIRYIIeNa TNt TIudsdoan sl
nsUsyyuiansaneysintuseudUnv Jsazaniiuns
s

2. Msvharudnleludunewvesnszuiums
muANMTUAsULUAs fUiTRMuTamdlalingety
defimsthnsyurumstunnld ufesiniseusuiierh
audnla wagdavindu “AFUfoRnu Fes n1s
mUﬂmmiLﬂgauLLUm (Change Control Procedure)”
dietduwwamaliiAnanudlafinsatuuazaiunse
UfjURlseenagneies
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(Infrastructure) 9 #A9INI U ey Change
Category, Change Classification,  Environment
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Change Category O Emergency

D Normal

Change Classification

O Database (e.g. new or changed, interfaces between Databases)

[ Hardware (e.g., new servers, changes to existing servers, storage devices)
[ Network (e.g., LAN, WAN, inter server changes)

O Operating System (e.g., Windows, UNIX, Linux)

[ Data Center - environment changes (e.g., cabling, A/C, UPS)

O Back-up (e.g., scheduling, change files to be backed up)

[ other (changes that do not fit in the above categories) ............cocoeeviiieiiieeeieeeeee

Environment Affected ] Production

[ Test/ @A

l Development

L Others oo

Configuration Items

A9 7 feguuunesu Infrastructure Change Request form

S’JmﬁamiﬁuﬁﬂLLmufjﬁuizngamugé]gw’furiaumi
Waguwlas (Back-Out Plan) lsignsesasudou 1usiu
Tud1uve39952UU9U (Application) AzABINTIU
eazideanaziinugilalunszuiunis Action plan,
Unit Test & UAT Test, Setup & Configuration Hudu

4. ﬂmzﬂi‘immi‘ﬁlﬂimw Change Advisory

Board (CAB) Ann1sAa 9193giinsidounisussau
dawaliuunisandunisartionnly wie Annisialy
aunsasauszyuldazieaudsdeginniifiu jin
umsuuiiefansaneyiBuls

5. 5181579z d1AUsEyn Change
Advisory Board (CAB) ffiiwithillavnazdesndunses
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n3tivesuzLIEAmaRIAST e UIataziivouin
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a2

GFLY
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(Information Security Management System : ISMS)
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nszUIUNTTiTIeAuAuAITUABULYae Tudiy
Tnssasreflugu (Infrastructure Change) uazsguuay
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Usgyu Change Advisory Board (CAB) n15A11UA
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Feluusiazaseaglasuiuugdiiioinusuusmuniuy
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(Change Control Procedure) tam31us Auidnla
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Change Control Procedure lutlagiu fidguvensiu
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