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การยกระดับองค์กรด้วยระบบ Active Directory 
Organization Improvement by Active Directory 
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บทคัดย่อ 
 

 ปฏิเสธไม่ได้ว่าในปัจจุบันความก้าวหน้าของเทคโนโลยีเป็นไปอย่างก้าวกระโดด และเทคโนโลยีได้เข้าไปเป็นสว่น
หนึ่งในการขับเคลื่อนองค์กรต่าง ๆ  ไม่เว้นแม้กระทั่งโรงพยาบาลที่ให้บริการด้านการแพทย์ ก็น าเทคโนโลยีด้าน
สารสนเทศเข้ามาเป็นเครื่องมือในการบริหารจัดการระบบงานต่าง ๆ ภายในโรงพยาบาลเช่นกัน ท าให้การบริหารจัดการ 
การเข้าถึงข้อมูลต่าง ๆ สามารถกระท าได้อย่างรวดเร็ว การบริการสามารถด าเนินได้อย่างต่อเนื่อง แต่สิ่งที่ต้องพิจารณา
ควบคู่กับการน าเทคโนโลยีสารสนเทศเข้ามาบริหารจัดการภายในองค์กรคือกระบวนการยืนยันตัวตนที่จะเข้าใช้งาน
ระบบงานต่าง ๆ  เพื่อความปลอดภัยทางสารสนเทศ 
 ระบบ Active Directory เป็นเครื่องมือที่มีหน้าที่ส าคัญในการยืนยันตัวตนทางสารสนเทศที่มีการใช้งานอย่าง
แพร่หลายส าหรับองค์กรขนาดใหญ่ที่มีการน าเทคโนโลยีสารสนเทศต่าง ๆ เข้ามาด าเนินกิจการ เนื่องจากระบบ Active 
Directory เป็นระบบที่ถูกออกแบบมาเพื่อการยืนยันตัวตนรวมถึงการจ ากัดสิทธิ์เพื่อเข้าถึงระบบงานต่าง ๆ  ภายใน
องค์กรโดยเฉพาะ 
 

ค าส าคัญ: ระบบงานท่ีท าหน้าที่ยนืยันตัวตนของผู้ใช้งานทางสารสนเทศ  
 

1Abstract 
 

 Present day, we cannot deniable for rapid technological advances. Technology has become to 
be a part of IT driven organization including hospital that is medical organization implements technology 
to manage the various systems within hospital. Management and data access can be instantly accessible 
to provide continuously service. Regarding of bringing technology into organization is self-verification to 
access any applications or data for cyber security reason. 
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 Active Directory system is most important tool for self- verification that be used in leading IT 
base organization. Because Active Directory system is especially designed for self-verification and rights 
to access to any applications in organization. 
 

Keywords: Active Directory 
 

บทน า 
 รูปแบบการด าเนินการ และการให้บริการใน
องค์กรต่าง ๆ ในปัจจุบันนั้นมีความแตกต่างกันออกไป 
แต่แทบทุกองค์กรล้วนมีการน าเทคโนโลยีสารสนเทศ
เข้ามาเพื่อเป็นเครื่องมือในการด าเนินกิจการ เนื่องจาก
ระบบสารสนเทศสามารถเพิ่มศักยภาพ ลดกระบวนการ 
และลดระยะเวลาในการด าเนินกิจการขององค์กรได้
เป็นอย่างมาก ท าให้การให้บริการ หรือการด าเนินการ
ขององค์กรมีประสิทธิภาพมากขึ้น 
 ระบบ Active Directory เป็น เทคโนโลยี
สารสนเทศที่มีความส าคัญอย่างมากส าหรับองค์กรที่มี
การพัฒนาอยู่เสมอ เนื่องจากเป็นระบบงานท่ีให้บริการ
ข้อมูลผู้ใช้งานภายในองค์กรส าหรับการยืนยันตัวบุคคล 
และยังสามารถน าไปประยุกต์ใช้ในการบริการจัดการ
สิทธิ์การเข้าถึงทรัพยากรภายในระบบงาน รวมถึงสิทธิ์
ในการเข้าถึงอุปกรณ์ต่าง ๆ  อีกทั้งในปัจจุบันความ
ปลอดภัยของข้อมูล มีความส าคัญมาก ดังนั้นการน า
ระบบ Active Directory มาใช้งานภายในองค์กรนั้นจะ
สามารถพัฒนาความปลอดภัยทางสารสนเทศให้มี
ประสิทธิภาพมากยิ่งข้ึน 
 การน าระบบ Active Directory เข้ามาใช้
งานภายในองค์กรต้องมีการวางแผนการด าเนินการที่ดี 
เพื่อท่ีจะให้ตอบโจทย์ในการด าเนินการขององค์กร และ
จ ากัดผลกระทบจากการติดตัง้ระบบ Active Directory 
ที่อาจจะเกิดขึ้นต่อระบบงาน และกระทบต่อการท างาน
ของผู้ใช้งานให้น้อยที่สุด เนื่องจากการออกแบบ และ
วางแผนติดตั้งที่ดีนั้น จะเป็นรากฐานในการบริหาร
จัดการภายในองค์กรทีม่ีประสิทธิภาพอย่างยั่งยืน 
 

ความเป็นมาและความหมายของ Active Directory 
 ระบบ Active Directory เป็นระบบงานที่
บริษัท Microsoft พัฒนาขึ้นบนพื้นฐาน Microsoft’s 
network operating system (NOS)5 บนระบบปฏิบัติการ 
Microsoft Windows 2000 มีแนวคิดมาจากการจัดตั้ง
ศูนย์กลางการบริหารจัดการทรัพยากรทางสารสนเทศ
ต่าง ๆ ไว้ที่เดียว โดยมีหน้าที่หลักเป็นศูนย์กลางในการ
ให้ บริ ก า รการยื นยั นตั วบุ คคล ทา งสารสน เ ทศ 
(Centralize User Management)  ที่ มี การ เข้ ารหัส
ข้อมูลผ่านระบบ Network อีกทั้งสามารถควบคุม
นโยบายการใช้งานเครื่องคอมพิวเตอร์ลูกข่ายที่ติดตั้ง
ระบบปฏิบัติการ Microsoft Windows ที่เป็นสมาชิก
ของระบบ Active Directory นั้น ๆ ได้ 
 ด้วยระบบ Active Directory เป็นบริการที่
ถูกพัฒนาโดยบริษัท Microsoft ดังนั้นการใช้งานระบบ 
Active Directory อย่างมีประสิทธิภาพนั้น จึงต้องมี
โครงสร้างการใช้งานเครื่องคอมพิวเตอร์ลูกข่ายบน
พื้นฐานระบบปฏิบัติการ Microsoft Windows ด้วย
เช่นกัน แต่ Microsoft ได้เปิดช่องทางการเช่ือมต่อ
บริการ Active Directory กับเครื่องคอมพิวเตอร์แม่
ข่ าย  หรื ออุ ปกรณ์ อื่ นๆผ่ าน ช่องทา งที่ เ รี ย ก ว่ า 
Lightweight Directory Access Protocol ( LDAP) 6 
จึ งท าให้ระบบ Active Directory สามารถบริหาร
จัดการอุปกรณ์ต่อพ่วงได้หลากหลายมากยิ่งขึ้น 
ความส าคัญ 
 อ ง ค์ ก ร ขน า ด ให ญ่ ใ น ปั จ จุ บั น ที่ มี ก า ร
ด าเนินการภายในองค์กรด้วยระบบสารสนเทศ เมื่อมี
ระบบงานภายในองค์กรเพิ่มมากขึ้น ย่อมประสบปัญหา
เดียวกันคือการควบคุมดูแลการยืนยันตัวบุคคลในการ
เข้าใช้งานระบบงาน รวมถึงการควบคุมสิทธิ์ในการ
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เข้าถึงทรัพยากรต่าง ๆ  ทางสารสนเทศ เพราะการ
ยืนยันตัวบุคคลถือได้ว่าเป็นพื้นฐานหลักด้านความ
ปลอดภัยของข้อมูล เพื่อให้สามารถตรวจสอบย้อนกลับ
ได้ในกรณีที่เกิดปัญหา 
 การออกแบบการยืนยันตัวบุคคลด้วยระบบ 
Active Directory จึงเรียกได้ว่าสามารถตอบโจทย์ใน
เรื่องการยืนยันตัวบุคคลทางระบบงานสารสนเทศผ่าน

เครื อข่ า ย  Network ไ ด้ เ ป็ นอย่ า งดี  ด้ วย  Active 
Directory เป็นการออกแบบระบบ หรือบริการที่รองรบั
การใช้งานด้านนี้โดยเฉพาะ และสามารถควบคุม
ออกแบบสิทธิ์การเข้าใช้งานทรัพยากร รวมถึงมีการ
จัดเก็บร่องรอยการเข้าใช้งานทางสารสนเทศด้วย
เช่นกัน

 

Application A

Application B

Application C

User A

A@appA

A@appB

A@AppC

 

รูปที่  1 การใช้งานระบบงานในองค์กรที่ไม่มี Active Directory 

Application A

Application B

Application C

A@domain.com

User A

A@domain.com

A@domain.com

A@domain.com

 

รูปที่  2 การใช้งานระบบงานในองค์กรที่มี Active Directory 

 

จากรูปข้างต้นจะเห็นได้ว่าความต่างในการน า Active 
Directory เข้ามาใช้งานภายในองค์กรนั้น เป็นการรวม
ศูนย์การบริหารจัดการบัญชีผู้ใช้งานเพื่อให้สามารถ

ก ากับดูแลได้อย่างมีประสิทธิภาพ ลดความซ้ าซ้อนของ
การบริหารจัดการบัญชีผู้ใช้งานในแต่ละระบบงาน 
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คุณลักษณะขององค์กรท่ีใช้งาน Active Directory 
 ในปัจจุบัน Active Directory มีการใช้งาน
อย่างแพร่หลายเพื่อบริหารจัดการข้อมูลผู้ใช้งานต่าง ๆ  
รวมถึงสิทธิ์ในการเข้าถึงทรัพยากรทางสารสนเทศ
ภายในองค์กร โดยสามารถน า Active Directory เข้า
มาใช้งานได้ในทุกองค์กร แต่องกรณ์ที่เหมาะสม และ
ควรน า Active Directory เข้ามาใช้งานดังนี ้ 

1. องค์กรที่มีวิสัยทัศน์ส าหรับแผนการขยายการ 
ด าเนินการขององค์กรอย่างสม่ าเสมอ หากมีการวาง
แผนการติดตั้งระบบ Active Directory ที่ดีเพื่อบริหาร
จัดการภายในองค์กรด้านสารสนเทศ ไม่ว่าจะเป็นการ
จัดการด้านนโยบายสารสนเทศภายในองค์กร ตลอดจน
การ จะท าให้การต่อยอดใช้งานเมื่อมีการขยายองค์กร
เป็นไปด้วยความสะดวก และมีประสิทธิภาพ 

2. องค์กรที่ค านึงถึงการรวมศูนย์การยืนยัน 
ตัวตน (Central Authentication) เพื่อใ ช้งานด้าน
สารสนเทศหรือระบบงานต่าง ๆ  เพื่อลดปัญหาความ
ซ้ าซ้อนในการบริหารจัดการรหัสผ่าน และเพิ่มความ
ปลอดภัยในการเชื่อมต่อ 
 การน า  Active Directory เข้ ามาส าหรับ
บริหารจัดการองค์กร จ าเป็นต้องมีการวางแผนติดตั้ง
ระบบ Active Directory อย่างเป็นระบบ เพื่อให้การ
ด าเนินการขององค์กรเกิดความต่อเนื่องอยู่เสมอ ทั้งใน
ส่วนการยืนยันตัวบุคคล สิทธิ์ในการเข้าถึงทรัพยากร
ต่าง ๆ  ตลอดจนเกิดความปลอดภัยในการใช้ระบบงาน
สารสนเทศ 
ปัญหาส าหรับองค์กรที่ไม่มีการใช้งานระบบ Active 
Directory 

1. การบริหารจัดการข้อมูลผู้ใช้งานแยกตาม 
ระบบงานเมื่อไม่มีการใช้งานระบบ Active Directory 
ดังนั้นจึงไม่มีการรวมศูนย์ข้อมูลผู้ใช้งานไว้ในที่เดียว แต่
ละผู้ดูแลระบบงานจะต้องมีการบริหารจัดการข้อมูล
ผู้ใช้งานของระบบงานนั้น ๆ ในกรณีที่ผู้ใช้งานท่านใดท่ี
มีหน้าที่ในการใช้ระบบงานมากกว่าหนึ่งระบบงานขึ้นไป 
ผู้ใช้งานจึงจ าเป็นต้องดูแลบัญชี และรหัสผ่านของ
ระบบงานตามจ านวนระบบงานท่ีใช้งาน ดังนั้นการดูแล

รักษา และบริหารจัดการรหัสผ่านของตนเองจะท าได้
ยากขึ้นตามจ านวนที่เพ่ิมขึ้น 

2. การปรับเปลี่ยนโครงสร้างการใช้งานเป็น 
ไปได้ยากในกรณีที่มีการเปลี่ยนแปลงผังโครงสร้าง
องค์กร หรือเปลี่ยนแปลงสิทธิ์ในการเข้าใช้งานของ
ระบบงานต่าง ๆ  ท าให้ผู้ดูแลระบบงานนั้น ๆ จะต้อง
ท าหน้าที่ตั้งค่าสิทธิ์การเข้าถึงระบบงานของผู้ใช้งานนั้น ๆ 
ทุกครั้ง และเมื่อกระบวนการในการเพิ่ม หรือถอดถอน
สิทธิ์กระท าโดยบุคคล (Manual Configuration) จึง
อาจท าให้เกิดความผิดพลาดขึ้นได้ ส่งผลให้ความ
ปลอดภัยในการเข้าถึงข้อมูลที่ส าคัญนั้นอาจจะลดลง 

3. ความปลอดภัยในการใช้งานขึ้นอยูก่ับการ 
ออกแบบแต่ละระบบงานความปลอดภัยของข้อมูล
ผู้ใช้งาน ขึ้นอยู่กับการออกแบบ และติดตั้งระบบที่มี
การยืนยันตัวบุคคล (Self-authentication) ในแต่ละ
ระบบงาน ดังนั้นความสามารถในการพัฒนาระบบงาน
ของผู้ดูแลระบบงานนั้น ๆ อาจไม่เท่ากัน หรือคนละ
มาตรฐาน ประกอบกับผู้ใช้งานจ าเป็นต้องดูแลรหัสผ่าน
ของตนเองหลายชุด จึงอาจท าให้ เกิดช่องโหว่ ให้
โปรแกรม หรือผู้ที่ไม่ประสงค์ดีในการเข้าถึงรหัสผ่าน
ของผู้ใช้งาน อันก่อให้เกิดผลกระทบต่อองค์กรได้ 

4. การตั้งค่านโยบายความปลอดภัยให้ผู้ใช้ 
งานมีความยุ่งยาก ไม่ยืดหยุ่นในองค์กรที่มีขนาดเล็ก 
เครื่องคอมพิวเตอร์ลูกข่ายมีจ านวนไม่มากอาจไม่ได้รับ
ผลกระทบ แต่ในกรณีขององค์กรขนาดใหญ่ที่มีการใช้
งานเครื่องคอมพิวเตอร์ลูกข่ายจ านวนมากจะส่งผล
กระทบในการดูแลเป็นอย่างยิ่ง อีกทั้งการบริหารจัดการ
ยังเป็นไปด้วยความยากล าบาก และใช้เวลาในการ
ด าเนินการสูง เนื่องจากผู้ที่มีหน้าที่ในการตั้งค่าเครื่อง
คอมพิวเตอร์ลูกข่าย จะต้องตั้งด าเนินการตั้งค่าแต่ละ
เครื่อง 

5. ก าหนดสิทธ์ิในการเข้าถึงทรัพยากรให้ 
ผู้ใช้งานแยกตามระบบงาน เนื่องจากการบริหารจัดการ
ข้อมูลผู้ใช้งานแยกตามระบบงาน ท าให้การก าหนดสิทธิ
การเข้าถึงข้อมูล หรือทรัพยากรทางสารสนเทศของ
ระบบงานต่าง ๆ  เป็นหน้าที่ของผู้ดูแลระบบงาน หรือ
ดูแลทรัพยากรสารสนเทศนั้นๆ และกระบวนในการเพิ่ม 
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หรื อถอดถอนสิทธิ์ ก ร ะท า โดยบุ คคล  ( Manual 
Configuration) จึงอาจท าให้เกิดความผิดพลาดขึ้นได้ 
ส่งผลให้ความปลอดภัยในการเข้าถึงข้อมูลที่ส าคัญนั้น
อาจจะลดลงเช่นเดียวกัน 
ข้อดีขององค์กรท่ีมีการใช้งานระบบ Active 
Directory 
 ก า ร น า ร ะบบ  Active Directory เ ข้ า ม า
ประยุกต์ใช้ให้เหมาะสมกับรูปแบบการด าเนินกิจการ
ขององค์กรนั้น จะท าให้สามารถบริหารจัดการข้อมูล
ผู้ใช้งาน รวมไปถึงการควบคุมเครื่องคอมพิวเตอร์ลูก
ข่าย ตลอดจนอุปกรณ์ต่อพ่วงต่าง ๆ ที่เป็นสมาชิกของ
ระบบ Active Directory ได้อย่างครบวงจร และบูรณา
การ โดยความสามารถเด่นชัดมีดังนี้1 

1. Active Directory เป็นศูนย์กลาง  
(Active Directory Is Centralized) 
  เนื่องจากการให้บริการระบบ Active 
Directory ถูกออกแบบมาเพื่อเป็นการรวมศูนย์การ
บริหารจัดการข้อมูลผู้ใช้งานไว้ที่จุดเดียว โดยการสร้าง
ข้อมูลผู้ใช้งานขึ้นมาบนระบบ Active Directory และ
ประยุกต์ใช้ข้อมูลผู้ใช้งานนี้ส าหรับระบบงานต่าง ๆ ที่
สามารถเช่ือมต่อกับระบบ Active Directory ได้ เพื่อให้
เกิดความสะดวกในการบริหารจัดการ อีกทั้งยังมี
ประสิทธิภาพในการท างานอีกด้วย เพราะผู้ใช้งานต้อง
บริหารจัดการบัญชีผู้ใช้งานเพียงบัญชีเดียว แต่สามารถ
เข้าถึงระบบงานทั้งหมดได้ ดังนั้นผู้ ใ ช้งานต้องพึง
ตระหนักถึงความส าคัญของบัญชีผู้ใช้ที่ตนเองถือครอง
อยู ่

2. Active Directory มีความยดืหยุน่ 
ในกรณีที่มีการเพิ่มเติม หรือปรับเปลี่ยน

โครงสร้างขององค์กร เนื่องจากการบริหารจัดการรวม
ศู น ย์ อ ยู่ ที่ จุ ด  เ ดี ย ว  ร ะบบ  Active Directory มี
ความสามารถในการรองรับปริมาณที่เปลี่ยนแปลงของ
ผู้ใช้งานที่เข้าใช้งานระบบงานต่าง ๆ  ได้อย่างสะดวก 

และมีประสิทธิภาพ ท าให้ช่วยลดเวลาในการเพิ่มข้อมูล
ผู้ใช้งาน และก าหนดสิทธ์ิต่าง ๆ  ในแต่ละระบบงาน 

3. มมีาตรฐานความปลอดภยัในการใช้งาน4 
การยืนยันตัวบุคคล (self-authentication) ผ่านระบบ 
Active Directory  

เป็นการยืนยันตัวบุคคลที่ได้รับการออกแบบ
การเข้ารหัสความปลอดภัยที่ได้มาตรฐาน ท าให้มั่นใจได้
ว่ารหัสผ่านที่ผู้ใช้งานกรอกเพื่อยืนยันตัวบุคคลนั้นจะไม่
รั่วไหล รวมถึงการเปิดช่องทางการเช่ือมต่อระหว่าง
เครื่องคอมพิวเตอร์แม่ข่ายที่รองรับระบบงานที่ใช้งาน
ผ่าน Web Browser กับระบบ Active Directory เพื่อ
ติดตั้ง Public Key Certificates ส าหรับยกระดับความ
น่าเชื่อถือในการใช้งานระบบงาน 

4. ก าหนดนโยบายในการใช้งานให้กับ 
สมาชิกของ Active Directory 

สิ่งส าคัญในการบริหารจัดการเทคโนโลยี
สารสนเทศภายในองค์กรคือการจัดการ เครื่ อ ง
คอมพิวเตอร์ลูกข่าย เพราะบุคลากรผู้ที่ใช้งานมีทักษะ
ในการใช้งานที่ต่างกัน รวมไปถึงทักษะในการระวัง
ความเสียหาย หรือการรุกรานจากโปรแกรมและบุคคล
ที่ไม่ประสงค์ดี ดังนั้นจึงจ าเป็นต้องมีนโยบายในการ
ควบคุมการใช้งานเครื่องคอมพิวเตอร์ลูกข่าย การ
บริหารจัดการการใช้งานระบบสารสนเทศต่าง ๆ 
ภายในองค์กรขนาดใหญ่ย่อมเป็นไปได้ด้วยความล าบาก 
เนื่องจากปริมาณเครื่องคอมพิวเตอร์ลูกข่ายที่ใช้งาน
ระบบงานนั้นมีจ านวนมากตามขนาดขององค์กร แต่
ระบบ Active Directory สามารถจัดการเรื่องนโยบาย
การ และการตั้งค่าใช้งานของเครื่องคอมพิวเตอร์ลูกข่าย
ได้ด้วยความรวดเร็ว เนื่องจากเป็นการรวมศูนย์การ
บริหารจัดการไว้ที่จุดเดียว ดังนั้นจึงท าให้สามารถ
ก าหนดนโยบายควบคุมการใช้งานเครื่องคอมพิวเตอร์
ลูกข่ายเท่าที่จ าเป็น เพื่อความปลอดภัยในการใช้งาน
ระบบงานทีม่ากยิ่งข้ึน 
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A@domain.com
(User Profile)

Computer A
(Computer Profile)

User A
(User Profile)

Computer A
(Computer Profile)  

รูปที่  3 ก าหนดนโยบายในการใช้งานให้กับสมาชิกของ Active Directory 

5. ก าหนดสิทธ์ิในการเข้าถึงทรัพยากร 
ให้กับสมาชิกของ Active Directory 

สืบเนื่องจากการก าหนดนโยบายการใช้ 
งานเครื่องคอมพิวเตอร์ลูกข่ายให้กับผู้ใช้งานภายใน
องค์กรแล้ว  ระบบ Active Directory ยั งสามารถ
ออกแบบเพื่อก าหนดสิทธิ์ (Roles / Groups) ในการ
เข้าถึงทรัพยากรทางสารสนเทศ หรือระบบงานต่าง ๆ 

ภายในองค์กรที่สามารถเช่ือมต่อกับ Active Directory 
ได้โดยที่ไม่จ าเป็นต้องกรอกบัญชี และรหัสผู้ใช้งานทุก
ครั้งที่มีการเรียกใช้งานระบบงาน  โดยการออกแบบ
เพื่ อก าหนดสิทธิ์  ( Roles /  Groups)  นั้ นจะต้ อ ง
ออกแบบพร้อมกับการก าหนดสิทธิ์การใช้งานของ
ระบบงานนั้น ๆ เพื่อน าไปสู่การใช้งาน Single Sign-on 

Application

A@domain.com

User A

A@domain.com

Computer A
A@domain.com

Network Drive
A@domain.com  

รูปที่  4 ก าหนดสิทธ์ิในการเข้าถึงทรัพยากรให้กับสมาชิกของ Active Directory 

 
ความท้าทายในการใช้งานระบบ Active Directory 
 ส าหรับองค์กรใหม่ หรือองค์กรขนาดเล็กที่
ตัดสินใจน าระบบ Active Directory เข้ามาใช้ภายใน
องค์กร เพื่อเป็นพื้นฐานของการบริหารจัดการข้อมูล
ผู้ใช้งานต่าง ๆ ภายในองค์กรนั้น อาจไม่เห็นความ 

 
แตกต่างชัดเชน กลับกันหากการน าระบบ Active 
Directory มาใช้ในองค์กรขนาดใหญ่ ที่มีระบบงาน 
และบุคลากรที่ใช้งานจ านวนมาก จะส่งผลให้เห็นความ
เปลี่ยนแปลง ในกระบวนการบริหารจัดการข้อมูล
ผู้ใช้งาน และการดูแลเครื่องคอมพิวเตอร์ลูกข่ายอย่าง
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เห็นได้ชัด แต่ในข้อดีทั้งหลายของการติดตั้งระบบ 
Active Directory นั้นมีความท้าทายหลายปัจจัย 
 ความท้าทายในการติดตั้ งระบบ Active 
Directory ส าหรับองค์กรขนาดใหญ่คือการวางแผนใน
การติดตั้งให้สอดคล้องกับองค์กร และแนวทางในการ
ปรับปรุงระบบงานที่ใช้งานอยู่แล้วให้สามารถเช่ือมต่อ 
และรองรับการท างานร่วมกับระบบ Active Directory 
เนื่องจากการปรับเปลี่ยนระบบงานที่ใช้งานอยู่แล้ว 
หากวางแผนในการเปลี่ยนแปลงไม่รอบครอบอาจจะ
ส่งผลกระทบต่อการใช้งานจนอาจไม่สามารถใช้งาน
ระบบงานนั้น ๆ ได้ 
ตัวอย่างการใช้งานระบบ Active Directory ภายใน
คณะแพทยศาสตรศิริราชพยาบาล 
 ปัจจุบันคณะแพทยศาสตรศิริราชพยาบาลได้
น า  Active Directory เข้ ามาบริหารจัดการบัญชี
ผู้ใช้งาน และระบบงานต่าง ๆ ภายในองค์กร เพื่อให้เกิด

ประสิทธิภาพในการใช้งานระบบงานทางสารสนเทศ
มากยิ่งขึ้น โดยพัฒนาระบบงานต่าง ๆ ให้เช่ือมต่อกับ
ระบบ Active Directory บนพื้นฐานแนวคิดตามที่
กล่าวในข้างต้นดังนี ้

1. สร้างศูนย์กลางการก ากับดูแลบัญชี 
ผู้ใช้งาน Centralize User Management 

2. Security Policy 
3. ควบคุมการเข้าถึงทรัพยากรต่าง ๆ ทาง 

สารสนเทศ Permission Control 
นอกจากการน า Active Directory เข้ามา

ก ากับดูแลการเข้าถึง และใช้งานระบบงานสารสนเทศ
ต่าง ๆ ของบุคลากรภายในคณะฯแล้ว ยังน ามาใช้ใน
การควบคุมการเข้าถึงเครื่องคอมพิวเตอร์แม่ข่าย 
อุปกรณ์เครือข่าย ตลอดจนระบบงานต่าง ๆ ของผู้ดูแล
ระบบเช่นกัน

 

Application

A@domain.com

User A

A@domain.com

Computer A
A@domain.com

Network Drive
A@domain.com

Network Device
A@domain.com

Servers
A@domain.com

Printer A
A@domain.com

 

รูปที่  5 การประยุกต์ใช้งาน Active Directory ในหลากหลายรูปแบบ 

สรุป 
 จากที่กล่าวมาทั้งหมดข้างต้นจะเห็นได้ว่าการ
น าระบบ Active Directory เข้ ามาประยุกต์ ใ ช้ให้
สอดคล้องกับการด าเนินการขององค์กรนั้นถือเป็นการ
เพิ่มประสิทธิภาพ และลดความยุ่งยากในการบริหาร

จัดการทรัพยากรต่าง ๆ ได้อย่างมาก ทั้งในส่วนของการ
ก าหนด และบังคับใช้นโยบายทางสารสนเทศให้กับ
เครื่องคอมพิวเตอร์ลูกข่ายภายในองค์กร ตลอดจนการ
ออกแบบและก าหนดสิทธิ์ ในการเข้าถึงข้อมูลหรือ
ระบบงานทางสารสนเทศ รวมถึงลดความซับซ้อนใน
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การดูแลรหัสผ่านของบุคลากรที่ใช้งานระบบงานภายใน
องค์กร อีกทั้งเป็นการวางรากฐานด้านความปลอดภัย
ในการใช้งานระบบสารสนเทศอีกด้วย 
 แต่ปัจจัยที่ส าคัญในการพิจารณาน าระบบ 
Active Directory มา ใ ช้ภายในองค์ กร  ในกรณีที่
ระบบงาน และบุคลากรภายในองค์กรจ านวนมาก
จะต้องค านึงถึงการเปลี่ยนแปลงครั้งยิ่งใหญ่ทางการ
ให้บริการระบบงานสารสนเทศ ตั้งแต่ออกแบบระบบ
การเช่ือมต่อฐานข้อมูลบุคลากรขององค์กรให้สามารถ
ด า เ นิ นก า รปรั บปรุ ง ข้ อมู ลผู้ ใ ช้ ง านบน  Active 
Directory ได้โดยอัตโนมัติ เพื่อให้เกิดความถูกต้อง
ครบถ้วนของข้อมูลหลัก อันจะกลายเป็นข้อมูลตั้งต้น
ส าหรับการน าไปใช้งานในระบบงานต่าง ๆ  ปะกอบ
การออกแบบสิทธ์ิ (Roles / Groups) บนระบบ Active 
Directory เพื่อน าไปปรับปรุงการเข้าถึงการใช้งาน
ระบบงานต่าง ๆ ต่อไปอย่างเป็นระบบ อันเป็นรากฐาน
การด าเนินการทางสารสนเทศขององค์กรในรูปแบบ 
Single Sign-on ในอนาคต 
 

กิตติกรรมประกาศ 
 บทความทางวิชาการฉบับนี้ส าเร็จได้ด้วยการ
สนับสนุนจากฝ่ายสารสนเทศ คณะแพทยศาสตร์ศิริราช
พยาบาล มหาวิทยาลัยมหิดล ได้มีวิสัยทัศน์ในการ
พัฒนาฝ่ายสารสนเทศ ให้เป็นส่วนหนึ่งในการขับเคลื่อน
คณะฯ บนพื้นฐานการให้บริการด้านสารสนเทศ จึงให้
โอกาสผู้เขียนเข้าร่วมเป็นส่วนหนึ่งในการพัฒนาระบบ 
Active Directory เพื่อเป็นการพัฒนาองค์กร และ
บุคลากรให้ยั่งยืน และบูรณาการ ผู้ เขียนขอกราบ
ขอบพระคุณเป็นอย่างสูงไว้ ณ โอกาสนี้ 
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